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1 Introduction 

1. The Australian Human Rights Commission makes this submission to the 
Parliamentary Joint Committee on Intelligence and Security (PJCIS) in relation to 
its Review of the Counter-Terrorism Legislation Amendment (High Risk Terrorist 
Offenders) Bill 2020 (Cth) (the Bill) introduced by the Australian Government. 

2. The Commission welcomes the opportunity to make a submission to this inquiry. 

2 Summary 

3. The Bill proposes to introduce an extended supervision order (ESO) regime that 
would permit the Supreme Court of a State or Territory to make orders in relation 
to a person who has been convicted of a serious terrorism offence and who 
would pose an unacceptable risk to the community of committing a further 
serious terrorism offence after completing their sentence of imprisonment.  

4. The Court would be able to make an ESO for up to three years at a time, imposing 
conditions on the offender designed to protect the community from that risk.  

5. The Criminal Code already contains provisions that permit the Supreme Court to 
make a continuing detention order (CDO) in relation to the same category of 
offender.  A CDO requires a person convicted of a serious terrorism offence to 
remain in detention for a period of up to three years at a time after the 
conclusion of their sentence.   

6. The Commission has previously made detailed submissions about the existing 
CDO regime.  Given the grave risks to the community posed by terrorism, an 
appropriate regime, with effective protections against unjustified detention and 
other human rights infringements, could be a reasonable and necessary 
response.  However, the regime itself imposes very severe restrictions on liberty 
outside the parameters of the ordinary criminal justice system.  The 
proportionality of the regime is heavily dependent on the ability to accurately 
assess the future risk posed by terrorist offenders.  The Commission has 
previously made a range of recommendations to the PJCIS directed to these 
issues.1 

7. The Commission has called for the introduction of an ESO regime because it 
provides a less restrictive way of effectively managing the risk to the community 
of terrorist recidivism, than resort to the CDO regime alone.  Where such a risk is 
proven to exist, and the Court considers that the community can be protected 
through conditions imposed on an offender after they are released, this action 
should be preferred to continued detention because it is a more proportionate 
response.  It is also consistent with the general principle of criminal law that an 
offender should be released from custody after serving the sentence of 
imprisonment imposed by the Court for their offence.   
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8. However, there are two broad structural problems with the ESO regime proposed 
in this Bill which mean that the Commission is unable to support it in its current 
form.  First, the ESO regime would leave in place the current control order 
regime.  Secondly, the ESO regime in the Bill departs in very significant ways from 
the model recently proposed by the third Independent National Security 
Legislation Monitor (INSLM), Dr James Renwick CSC SC.  

9. The Australian Parliament has passed well over 70 counter-terrorism laws in the 
last two decades.  Those laws create a range of sometimes overlapping counter-
terrorism powers and offence provisions.  Such overlap can add to the cumulative 
human rights impact of these laws, and can raise concerns about the 
proportionality of a particular law that, were it considered in isolation, might be 
justified.  It is very rare that reform in this area reduces these powers and 
offences, even where counter-terrorism laws are subject to a sunset provision.  
Rather, any new law generally has the effect of limiting a range of human rights, 
on the basis that the new law will give increased protection against terrorist 
activity.   

10. The introduction of an ESO regime would further add to Australia’s extensive 
counter-terrorism regime.  For this reason, it is important that the Bill not be 
assessed in isolation. The Bill should be assessed by reference to its likely effect 
taking into account the other elements of Australia’s counter-terrorism regime, 
especially given that CDOs, control orders and the proposed ESO regime would all 
operate to address the same, or at least a similar, risk—namely, that an individual 
is likely to commit a terrorist offence in the future.  To this end, the Commission 
recommends here and in another recent submission a number of important 
changes to the CDO regime,2 and in this submission the Commission sets out its 
position that the introduction of an ESO regime should be accompanied by the 
repeal of the existing control order regime. 

11. At present, control orders are being used in the way that it is proposed that ESOs 
would be used, but for a range of reasons they are a second-best alternative.  
There have been 10 control orders made since January 2019 and this followed a 
period of more than three years where no control orders were made at all.3  Nine 
of the 10 control orders imposed in recent times have been imposed on terrorist 
offenders at the point in time when they were being released from custody.  This 
is the function that ESOs would perform.  Details of those nine offenders are set 
out in Annexure A to this submission. 

12. The only remaining control order made in recent times was the control order 
imposed on Ms Zainab Abdirahman-Khalif after her acquittal for a terrorism 
offence.  The High Court has recently overturned that acquittal and, unless she is 
granted parole which she currently qualifies for, she will be required to serve the 
last six months of a three year sentence.4  However, there remain real questions 
about the degree of risk that she posed to the community and whether the 
control order imposed on her was justifiable.5 
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13. The Commission’s view is that once an ESO regime is in place, there will be no 
need for the control order regime and it should be repealed to avoid situations 
where it may be inappropriately used.  This includes situations where a person 
cannot be arrested because there is no reasonable basis to suspect that they 
have been involved in a terrorist act; where the Commonwealth Director of 
Public Prosecutions (CDPP) has advised that there is no reasonable prospect of 
conviction; and where a person has been tried and acquitted of a terrorism 
offence.  These issues are dealt with in more detail in previous submissions by 
the Commission to the PJCIS.6 

14. The Bill also departs from the ESO model proposed by the third INSLM in 
significant ways.  The Commission is concerned about the following aspects of 
the Bill in particular: 

(a) the Bill proposes a lower standard of proof to obtain an ESO (satisfaction on 
the balance of probabilities) than is currently required to obtain a CDO 
(satisfaction to a high degree of probability), contrary to the recommendation 
of the third INSLM and contrary to every other comparable regime in 
Australia 

(b) the conditions that may be imposed pursuant to an ESO extend far beyond 
the conditions that may be imposed pursuant to a control order and, for 
example, could require: 

o a person to comply with directions given by a ‘specified authority,’ 
which is not limited to law enforcement authorities and in fact could 
be any other person in Australia 

o the compulsory participation in de-radicalisation and other programs 
in a way that is counterproductive to efforts to counter violent 
extremism 

o de facto home detention, rather than limited curfews 

o a person to give consent to entry into their home by a ‘specified 
authority’ (which could be any person in Australia), in circumstances 
where that consent was not truly voluntary and where alternatives 
such as the use of warrants are readily available 

(c) the current safeguard in control order proceedings, requiring the personal 
circumstances of the respondent to be taken into account, would be removed 
for ESO proceedings 

(d) an offender in custody could be compelled to attend an assessment by an 
expert chosen by the AFP Minister, in addition to the existing requirement to 
be assessed by an independent expert chosen by the Court, and failure to 
participate in the assessment with the Minister’s expert could count against 
them in a post-sentence order proceeding (that is, a proceeding for either a 
CDO or ESO) 
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(e) the current use immunity that applies to participation in an assessment by 
the Court’s independent expert would be watered down, and this lower level 
of protection would also be applied to participation in the compulsory 
assessment by the Minister’s expert 

(f) the Minister would be given the ability to apply to vary an interim supervision 
order (ISO) to add conditions, in a way that is not permitted under the control 
order regime. 

15. The Commission has made a number of recommendations about the way in 
which breaches of an ESO are dealt with.  These recommendations are designed 
to ensure that those responsible for monitoring compliance with ESOs have a 
discretion to deal appropriately with minor breaches.  Experience with 
Commonwealth control orders and ESOs made under the two current regimes in 
New South Wales demonstrates that a framework like this is necessary to avoid 
prosecution and imprisonment for trivial conduct.  In addition, there should be an 
explicit defence of reasonable excuse built into each of the relevant offence 
provisions. 

16. If ESOs are introduced and control orders are not repealed, offenders in New 
South Wales could be subject to up to four overlapping post-sentence order 
regimes.  The Commission’s Recommendations 2 and 3 offer ways to eliminate or 
reduce the overlap at the Commonwealth level.  Steps should also be taken to 
ensure that offenders are not liable to both Commonwealth and State regimes in 
relation to the same conduct.  

17. Finally, the Bill would extend the monitoring warrants currently available in 
relation to control orders to ESOs.  These warrants allow people who have 
already been assessed as posing an unacceptable risk to the community to be 
monitored for the purpose of ensuring that they adhere to the conditions of their 
ESOs and do not engage in terrorist activity while the ESO is in force.  However, 
the Bill also proposes to create a new class of warrants that can be sought in 
relation to people in custody who could qualify for a post-sentence order (PSO).  
These are not people who have been assessed as posing an unacceptable risk to 
the community.  Nor are they people who are at large in the community.  The 
purpose of these warrants is to gather evidence to support a PSO application.  
The Commission considers that spying on inmates for this purpose is not 
justifiable and this new class of warrants should be removed from the Bill. 

3 Recommendations 

18. In summary, while the Commission opposes the Bill in its current form, the 
Commission does support the introduction of an ESO regime, subject to two key 
provisos.  First, any federal ESO regime should be in the form recommended by 
the third INSLM, and the regime proposed by the Bill should be amended in a 
number of ways that would ensure it remains consistent with Australia’s human 
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rights obligations. Secondly, if an ESO regime is introduced, the existing control 
order regime should be repealed.  

19. To that end, the Commission makes the following recommendations. 

Recommendation 1 

The Commission recommends that the Bill not be passed in its current form. 

Recommendation 2 

The Commission recommends that the existing control order regime be repealed 
and replaced by an extended supervision order regime in the form recommended 
by the third INSLM. 

Recommendation 3 

If Recommendation 2 is not accepted, the Commission recommends that the 
existing the control order regime be amended to focus only on orders for 
preventative purposes, as recommended by the PJCIS in 2016, leaving the 
extended supervision order regime to apply to post-sentence orders.  This should 
be done by: 

(a) repealing ss 104.2(2)(b) and (d) of the Criminal Code 

(b) repealing ss 104.4(1)(c)(ii)–(v) and (vii) of the Criminal Code 

(c) making any other necessary consequential amendments.  

Recommendation 4 

The Commission recommends that the offence in s 119.2 of the Criminal Code 
(entering, or remaining in, declared areas) be excluded from the definition of 
‘terrorist offender’ in proposed s 105A.3(1)(a) of the Criminal Code, with the 
effect that a person convicted for such an offence is not liable for a post-sentence 
order. 

Recommendation 5 

The Commission recommends that the threshold for making an extended 
supervision order in proposed s 105A.7A(1)(b) of the Criminal Code be amended 
to require that the Court be ‘satisfied to a high degree of probability, on the basis 
of admissible evidence, that the offender poses an unacceptable risk of 
committing a serious Part 5.3 offence’. 

Recommendation 6 

The Commission recommends that the proposed definition of ‘specified 
authority’ in s 100.1(1) of the Criminal Code be limited to police officers and 
public authorities responsible for corrections. 

Recommendation 7 

The Commission recommends that any condition imposed by an extended 
supervision order or interim supervision order that requires a person to 
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participate in treatment, rehabilitative or intervention programs or activities, 
psychological or psychiatric assessment or counselling, interviews or other 
assessments, be subject to a further condition that a person is only required to 
participate if they agree, at the time of the relevant activity, to so participate.  

Recommendation 8 

The Commission recommends that the Bill be amended to prevent the imposition 
of a condition in an extended supervision order or an interim supervision order 
that would permit or amount to home detention.  

Recommendation 9 

The Commission recommends that the conditions requiring a person to consent 
to certain monitoring and enforcement activity in proposed ss 104.5A(1)(c)(i), 
(2)(a) and (5); 105A.7B(5)(g)–(j); and 105A.7E(1)(c)(i), (2)(a) and (5) of the 
Criminal Code be removed from the Bill on the basis that they are not necessary, 
given the existing and proposed new monitoring warrants. 

Recommendation 10 

The Commission recommends that the Bill be amended to set out the parameters 
for decision making by a specified authority in relation to an application for an 
exemption under s 105A.7C of the Criminal Code.  This should include: 

(a) the considerations that the specified authority must take into account in 
making its decision 

(b) the timeframe for a decision by the specified authority 

(c) a requirement that the specified authority provide written reasons for its 
decision 

(d) clear review rights for an applicant. 

Recommendation 11 

The Commission recommends that proposed ss 105A.7A(2), 105A.9A(5), 
105A.9C(2) and 105A.12A(5) of the Criminal Code be amended to ensure that a 
Court hearing an application for the making or variation of an extended 
supervision order or interim supervision order, or conducting a review of an 
extended supervision order, is required to take into account the impact of the 
proposed conditions on the person’s circumstances, including their financial and 
personal circumstances, for the purpose of determining whether the condition is 
reasonably necessary and reasonably appropriate and adapted. 

Recommendation 12 

The Commission recommends that proposed s 105A.18D of the Criminal Code, 
dealing with the power of the AFP Minister to direct an offender to be assessed 
by an expert chosen by the Minister, be removed from the Bill. 
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Recommendation 13 

If Recommendation 12 is not accepted, the Commission recommends that: 

(a) proposed s 105A.18D of the Criminal Code be amended to confirm that the 
offender is not required to attend an assessment with an expert chosen by 
the AFP Minister; and 

(b) proposed s 105A.6B of the Criminal Code be amended to remove the 
requirement for the Court to take into account the level of the offender’s 
participation in any assessment under s 105A.18D. 

Recommendation 14 

The Commission recommends that proposed s 105A.6(5A) of the Criminal Code, 
which would weaken the use immunity provided to individuals required to attend 
an assessment with a court appointed expert, be removed from the Bill. 

Recommendation 15 

The Commission recommends that if s 105A.18D of the Criminal Code, dealing 
with compulsory attendance at an assessment by an expert chosen by the AFP 
Minister, is retained in the Bill, then sub-section (5), dealing with the use 
immunity provided to individuals required to attend an assessment, be removed 
from the Bill and replaced with a use immunity in the same terms as the current 
s 105A.6(5A). 

Recommendation 16 

The Commission recommends that the Bill be amended to remove the ability of 
the AFP Minister to apply for a variation of an interim supervision order to add 
conditions prior to the hearing of an application for a continuing detention order 
or an extended supervision order. 

Recommendation 17 

The Commission recommends that the agency responsible for monitoring 
compliance with control orders and ESOs should be given discretion to allow 
them to respond appropriately to different kinds of breaches, including by 
warning the offender, or deciding not to take action, in relation to minor 
breaches. 

Recommendation 18 

The Commission recommends that the agency responsible for monitoring 
compliance with control orders and ESOs should publish a policy providing 
guidance as to how it will exercise the discretion referred to in Recommendation 
17. 

Recommendation 19 

The Commission recommends that the offences of contravening a control order 
(s 104.27 of the Criminal Code), contravening an ESO (proposed s 105A.18A), and 
interfering with a monitoring device that a person is required to wear pursuant to 
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a control order or an ESO (proposed ss 104.27A and 105A.18B) be subject to a 
defence of reasonable excuse. 

Recommendation 20 

The Commission recommends that the maximum penalty for the offences of 
contravening a control order (s 104.27 of the Criminal Code), contravening an 
ESO (proposed s 105A.18A), and interfering with a monitoring device that a 
person is required to wear pursuant to a control order or an ESO (proposed 
ss 104.27A and 105A.18B) be three years imprisonment. 

Recommendation 21 

The Commission recommends that the PJCIS seek advice from the Attorney-
General’s Department about how to ensure, whether by amendment to the Bill 
or negotiation through COAG, that a person cannot be made subject to both the 
Commonwealth PSO regime and a State or Territory PSO regime in relation to the 
same underlying conduct. 

Recommendation 22 

The Commission recommends that ss 104.4(3) and 104.24(3) of the Criminal 
Code, which provide that the Court need not include in a control order an 
obligation, prohibition or restriction that was sought by the AFP if the Court is not 
satisfied that that it is necessary or proportionate, not be repealed.  

Recommendation 23 

The Commission recommends that the provisions in the Bill to amend the 
Telecommunications (Interception and Access) Act 1979 (Cth) and the Surveillance 
Devices Act 2004 (Cth) to create a new class of warrants for post-sentence order 
applications be removed. 

Recommendation 24 

If Recommendation 23 is not accepted, the Commission recommends that the 
provisions proposed to be inserted into ss 46 and 46(A) of the 
Telecommunications (Interception and Access) Act 1979 (Cth), dealing with 
warrants sought for post-sentence order applications, be amended to require the 
issuing authority to be satisfied that:  

(a) there are reasonable grounds to suspect that there is an unacceptable risk of 
the person committing a serious Part 5.3 offence (see proposed ss 46(7)(f) 
and 46A(2C)(f)); and 

(b) information that would be likely to be obtained would be likely to 
substantially assist in determining whether to apply for the post-sentence 
order (see proposed ss 46(7)(h) and 46A(2C)(h)) 

and that the issuing authority must have regard to: 
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(c) whether intercepting communications under the warrant would be the 
method that is likely to have the least interference with any person’s privacy 
(see proposed ss 46(8) and 46A(2D)). 

Recommendation 25 

If Recommendation 23 is not accepted, the Commission recommends that the 
provisions proposed to be inserted into ss 14 and 27A of the Surveillance Devices 
Act 2004 (Cth), dealing with warrants sought for post-sentence order 
applications, be amended to require the law enforcement officer applying for the 
warrant to be satisfied that:  

(a) there are reasonable grounds to suspect that there is an unacceptable risk of 
the person committing a serious Part 5.3 offence (see proposed ss 14(3BA)(c) 
and 27A(5A)(c)); and 

(b) the use of a surveillance device or access to the data would be likely to 
substantially assist in determining whether to apply for the post-sentence 
order (see proposed ss 14(3BA)(e) and 27A(5A)(e)) 

and, in addition to the matters in subsection 16(2) or 27C(2), the issuing authority 
must have regard to: 

(c) whether the use of the surveillance device or access to the data in accordance 
with the warrant would be the means of obtaining the evidence or 
information sought to be obtained, that is likely to have the least interference 
with any person’s privacy. 

4 Background 

4.1 Commonwealth regime 

20. In 2016, the continuing detention order (CDO) regime was inserted into Div 105A 
of Part 5.3 of the Criminal Code by the Criminal Code Amendment (High Risk 
Terrorist Offenders) Act 2016 (Cth).  The CDO regime was made subject to a 10-
year sunset provision from the date the Act received Royal Assent.  Unless 
extended, it will expire on 7 December 2026. 

21. At the time that the 2016 Bill was being considered by the PJCIS, the then 
Attorney-General wrote to the PJCIS and raised two issues in relation to the 
interaction between the proposed CDO regime and the existing control order 
regime: a jurisdictional issue and an operational issue.7 

22. The jurisdictional issue involved the following propositions:  

• continuing detention orders would only be able to be made by a Supreme 
Court of a State or Territory8 

• the Supreme Court would only be able to make an order if it was satisfied 
that there was no other less restrictive measure that would be effective in 
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preventing the unacceptable risk posed by the offender of committing a 
serious Part 5.3 offence if released into the community9 

• one example of a less restrictive measure is a control order10  

• control orders can only be made by the Federal Court or the Federal Circuit 
Court.11 

23. The key problem revealed by the jurisdictional issue is that the Court that is 
considering making a CDO does not also have the power to make a control order 
if it considers that a control order would be more appropriate in the 
circumstances.  This means that a separate application would need to be made 
by the Australian Federal Police (AFP) for an interim control order. 

24. The operational issue was said to involve the following propositions: 

• the control order regime ‘is premised on an assumption that the persons who 
may pose a terrorist risk are already in the community’ 

• therefore, it was ‘unclear whether the legislation would support the AFP 
applying for a control order while a person is serving a sentence of 
imprisonment, with the conditions of the control order to apply on release’.12 

25. In response to a recommendation from the PJCIS,13 the operational issue was 
clarified by repealing and replacing s 104.2(5) which now provides, for the 
avoidance of doubt, that an interim control order can be sought even if a person 
is detained in custody.  In those cases, the interim control order commences 
when the person is released from custody.14 

26. Since 2019, control orders have been sought in relation to nine people who had 
previously been convicted of terrorism offences.  Details of these cases are set 
out in Annexure A to this submission.  In six of these cases the AFP obtained an 
interim control order while the person was still serving a period of imprisonment 
for a terrorism offence.   

27. In the other three cases, the application for an interim control order was made 
shortly before the release of the person from imprisonment, but without enough 
time for the Court to hear the proceeding prior to the release of the prisoner.  In 
the cases of each of Mr Paul James Dacre, Mr Kadir Kaya and Mr Antonino Alfio 
Granata, the AFP waited until two days before they were due to be released from 
prison before making an application for an interim control order.15  Each of these 
offenders was free, apparently without any restrictions, for almost a week (in the 
case of Mr Dacre), almost three weeks (in the case of Mr Kadir Kaya) and three 
weeks (in the case of Mr Granata) before the interim control order proceeding 
could be heard.  In each case, the interim control orders were made on the same 
day as the hearing. 

28. In relation to the jurisdictional issue, the PJCIS recommended that ‘the 
Government consider whether the existing control order regime could be further 
improved to most effectively operate alongside the proposed continuing 
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detention order regime’.16  This matter was also referred to the INSLM for 
consideration.  

29. The third INSLM, Dr James Renwick CSC SC, recommended that there be a 
separate ESO regime to operate alongside the CDO regime.  The INSLM made a 
number of specific recommendations about how the ESO regime should operate.  
In particular, he recommended that: 

• State and Territory Supreme Courts be authorised to make an ESO as an 
alternative to a CDO on application by the relevant Minister 

• the conditions that may be imposed on a person pursuant to an ESO should 
be the same as the conditions that can currently be imposed on a person 
pursuant to a control order under s 104.5(3) 

• the threshold for making an ESO should be the same as the threshold for 
making a CDO, namely that the Court is satisfied to a high degree of 
probability, on the basis of admissible evidence, that the offender poses an 
unacceptable risk of committing a serious Part 5.3 offence if the offender is 
released into the community 

• the Court should only make a CDO if satisfied that an ESO would not be 
effective in preventing the identified risk 

• the period of any ESO be up to three years at a time 

• the same controls and monitoring regime be available for an ESO as for 
control orders 

• the Government should consider making the special advocate regime 
currently available for use in relation to control orders also available for 
applications under Div 105A.17 

30. The INSLM’s recommendations were supported by the PJCIS during its 2018 
review of counter-terrorism provisions.18  The Australian Government also agreed 
with the INSLM’s recommendations in its response to the report of the PJCIS.19 

4.2 State and Territory regimes 

31. At the time the Criminal Code Amendment (High Risk Terrorist Offenders) Bill 
2016 (Cth) (HRTO Bill) was introduced in 2016, there was a range of post-
sentence preventative detention regimes in operation in Australia.  New South 
Wales and South Australia had regimes that covered both sex offenders and 
violent offenders.20  Queensland, Victoria, Western Australia and the Northern 
Territory had regimes that covered sex offenders only.21  Tasmania and the 
Australian Capital Territory did not have post-sentence preventative detention 
regimes, although in Tasmania the Supreme Court had the power to make a 
‘dangerous criminal declaration’ which could result in indefinite detention.22 
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32. Since 2016, there has been an expansion in State and Territory post-sentence 
detention regimes, including: 

• the Terrorism (High Risk Offenders) Act 2017 (NSW), which introduced a 
separate regime dealing with people convicted of: being a member of a 
terrorist organisation under s 310J of the Crimes Act 1900 (NSW); a serious 
indictable offence committed in a ‘terrorism context’; or any indictable 
offence by a person who had engaged in certain ‘terrorism activity’ at any 
time 

• the insertion of s 5A into the Criminal Law (High Risk Offenders) Act 2015 (SA) 
to include ‘terror suspects’ within the scope of the regime 

• the Serious Offenders Act 2018 (Vic), which replaced the previous regime 
dealing only with sex offences, and now deals with people convicted of a 
serious sex offence or a serious violence offence 

• the High Risk Serious Offenders Act 2020 (WA), which replaced the previous 
regime dealing only with sex offences, and now deals with people convicted 
of a serious sex offence or a serious violence offence 

• the exposure draft Sentencing Amendment (Dangerous Criminals and High 
Risk Offenders) Bill 2020 (Tas) which would have amended the existing 
regime for making a declaration that an offender is a ‘dangerous criminal’ 
(permitting post-sentence detention) and inserted a new regime for the 
making of High Risk Orders (which would have been in the nature of extended 
supervision orders).  Following feedback on the exposure draft, the 
Tasmanian Government now proposes to introduce a new standalone Act 
rather than amending the Sentencing Act 1997 (Tas).23 

33. The current position for post-sentence orders at the State and Territory level is as 
set out in the following table: 

Jurisdiction Offence types CDO ESO 

New South Wales Terrorism 

Violent offences 

Sex offences 

Yes Yes 

South Australia Terrorism 

Violent offences 

Sex offences 

Yes Yes 

Victoria Violent offences 

Sex offences 

Yes Yes 
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Jurisdiction Offence types CDO ESO 

Western Australia Violent offences 

Sex offences 

Yes Yes 

Queensland Sex offences Yes Yes 

Northern 
Territory 

Sex offences Yes Yes 

Tasmania Violent offences 

Sex offences 

Yes (declaration 
as part of 
sentencing) 

Proposed 

Australian Capital 
Territory 

None No No 

5 Relationship with control orders 

34. The primary position of the Commission is that Div 104 of the Criminal Code, 
dealing with control orders, should be repealed and replaced with an ESO regime 
in the form recommended by the third INSLM. 

35. Control orders permit particular kinds of obligations, prohibitions and restrictions 
to be imposed on a person, based on the person’s anticipated future involvement 
in terrorism activity.  These orders can be sought in a range of situations.  They 
can be sought: 

(a) as an alternative to prosecution—for example, where a person cannot be 
arrested because there is no reasonable basis to suspect that they have been 
involved in a terrorist act, or where they have been arrested but the CDPP has 
advised that there is no reasonable prospect of conviction 

(b) as a ‘second attempt’ following an unsuccessful prosecution—for example, 
where a person has been tried and acquitted 

(c) once a terrorist offender has been released from prison, in circumstances 
where they still pose an unacceptable risk to the community. 

36. The Commission provided detailed submissions to the PJCIS as part of its Review 
of AFP Powers about why the use of control orders in categories (a) and (b) could 
not be justified, particularly in light of the availability of more appropriate 
alternatives including surveillance, and arrest and prosecution for those 
reasonably suspected of having engaged in criminal conduct.24  If there is 
insufficient evidence to ground a ‘reasonable suspicion’ of criminal conduct, 
including preparatory offences such as planning a terrorist act, then the 
significant restrictions involved in a control order cannot be considered to be a 
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proportionate response.  If a person has been tried and acquitted of a criminal 
offence, then the use of control orders based on the same evidence but a lower 
standard of proof raises serious concerns from a rule of law perspective. 

37. However, where a convicted terrorist offender can be demonstrated, through 
cogent and reliable evidence, to still pose an unacceptable risk to the community 
at the end of their sentence, then continuing controls, which are reasonable, 
proportionate and necessary to manage that risk, can be justified.  In recent 
times, control orders have been used overwhelmingly in the post-conviction 
context.  Since January 2019, 10 control orders have been made.  In nine of those 
cases, the control order was sought in relation to a person who was being 
released into the community after serving a period of imprisonment for a 
terrorism offence.  Prior to this group of control orders, no control orders had 
been sought at all for more than three years.  

38. An ESO regime is a better way of dealing with people in category (c) above.  This 
is because: 

• the regime is appropriately targeted to people who have a demonstrated 
history of having committed a terrorism offence and who have been shown 
to pose an unacceptable risk to the community 

• as a result, the degree to which the conditions imposed limit the human 
rights of the person subject to the regime would be more likely to be 
proportionate to the purpose for their imposition 

• it avoids problematic aspects of the control order regime, including ex parte 
applications for interim orders based on hearsay evidence, and long delays 
prior to confirmation hearings 

• instead, the evidence in support of an application could be properly tested in 
court proceedings when an order is first sought. 

39. As described in paragraph 29 above, the third INSLM recommended that aspects 
of the current control order regime be built into the ESO regime.  The Bill departs 
from these recommendations in material respects.   

40. Taking both of the steps that the Commission considers necessary, namely 
repealing the control order regime and implementing the INSLM’s 
recommendations in relation to ESOs, would require a substantial revision to the 
present Bill.  As a result, the Commission recommends that the Bill not be passed 
in its current form. 

41. If the Commission’s primary recommendation is not accepted and control orders 
are retained, there should at least be a clear delineation between ‘preventative’ 
orders made under the control order regime, and post-sentence orders made 
under Div 105A.  Control orders should not continue to be available as an 
alternative form of post-sentence order once the ESO regime has been 
introduced. 
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42. The desirability of such a split was recommended by the PJCIS as early as 2016.  
In its report on the HRTO Bill, the PJCIS noted that control orders can currently be 
made for a range of different purposes.  It went on to note: 

Given these differing purposes, an appropriate solution to the interoperability issue 
could be that, in the first instance, the application processes for the existing control 
order regime be retained for preventative cases.  In addition, a separate application 
process could be introduced for post-sentence control orders that aligns more 
closely to the CDO regime.  The Committee suggests that consideration be given to 
these options.25 

43. At the least, this would involve amending s 104.4(1)(c) of the Criminal Code to 
remove those grounds for making a control order that are based on past conduct 
involving a conviction, or conduct that could be the subject of a conviction, and 
leaving only those grounds that relate to the prevention of future terrorist acts. 

44. If a person has engaged in conduct that could be the subject of a prosecution, 
they should be prosecuted rather than having a control order imposed.  In 
substance, all of the conduct described in ss 104.4(1)(c)(ii), (iii) and (vii) could be 
the subject of a criminal prosecution.26 

45. If a person has been convicted of a terrorist offence but does not pose an 
unacceptable risk to the community on release, they should not be subject to a 
control order (see s 104.4(1)(c)(iv)). 

46. If, as recommended by the PJCIS, control orders were limited to preventative 
purposes, each of the grounds for control orders other than ss 104.4(1)(c)(i) and 
(vi) could be repealed.  

47. Under this alternative recommendation, the Commission maintains that the ESO 
regime should still be in the form recommended by the third INSLM. 

Recommendation 1 

The Commission recommends that the Bill not be passed in its current form. 

Recommendation 2 

The Commission recommends that the existing control order regime be repealed 
and replaced by an extended supervision order regime in the form recommended 
by the third INSLM. 

Recommendation 3 

If Recommendation 2 is not accepted, the Commission recommends that the 
existing the control order regime be amended to focus only on orders for 
preventative purposes, as recommended by the PJCIS in 2016, leaving the 
extended supervision order regime to apply to post-sentence orders.  This should 
be done by: 

(a) repealing ss 104.2(2)(b) and (d) of the Criminal Code 

(b) repealing ss 104.4(1)(c)(ii)-(v) and (vii) of the Criminal Code 
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(c) making any other necessary consequential amendments.  

6 Structure of the extended supervision order regime 

48. The Bill would introduce an ESO regime alongside the existing CDO regime.  Both 
kinds of orders would be referred to as post-sentence orders (PSO). 

49. The AFP Minister (currently the Minister for Home Affairs) would have the option 
of applying to the Supreme Court for either a CDO or an ESO.27 

50. If the Minister applied for a CDO, the Supreme Court would have the option of 
either: 

• making a CDO, or 

• making an ESO: 

o if the threshold for making a CDO was not met, or  

o as a less-restrictive measure than a CDO that would be effective in 
preventing the unacceptable risk, or 

• dismissing the application.28 

51. The first step by the Court would be to ask whether it was ‘satisfied to a high 
degree of probability … that the offender poses an unacceptable risk of 
committing a serious Part 5.3 offence’.29   

52. If the answer to that question was ‘no’, the Court could not make a CDO, but 
would then need to consider whether it was satisfied of such a risk to a lower 
degree of confidence (balance of probabilities), which would permit it to make an 
ESO.  

53. If the answer to that first question was ‘yes’, the Court would then have to 
consider whether there was a less restrictive alternative, including the making of 
an ESO, that would be effective in preventing the unacceptable risk. 

54. If, on either of these alternatives, the Court was called on to consider whether to 
make an ESO, it would be required to seek material from the Minister to assist it 
in determining whether to make an ESO.  This material includes: 

• a copy of the proposed conditions that would be sought for an ESO 

• an explanation as to why each condition should be imposed 

• a statement of any facts relating to why any of the conditions should not be 
imposed.30 

55. In assessing whether to make an ESO, the Court would consider whether it was 
‘satisfied on the balance of probabilities … that the offender poses an 
unacceptable risk of committing a serious Part 5.3 offence’.31  This is a lower 
threshold than required for making a CDO, and is contrary to the 
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recommendation of the third INSLM.  This issue is discussed in more detail in 
section 7.2 below. 

56. The Court would also consider whether it was satisfied, on the balance of 
probabilities, that each of the proposed conditions was reasonably necessary, 
and reasonably appropriate and adapted, for the purpose of protecting the 
community from that unacceptable risk.  This is substantially the same test that 
currently exists for control orders (subject to the assessment of the conditions 
against the different purposes of each regime).  

57. In each kind of application, the onus is on the Minister to satisfy the Court to the 
relevant standard. 

58. As with a CDO, an ESO may be in force for up to three years at a time and 
multiple ESOs may be granted in relation to the same offender. 

7 Proposed amendments to the extended supervision 
order regime 

59. As noted above, the Commission’s primary recommendations would require 
substantial amendments to the Bill.  The preferable course would be for the PJCIS 
to make recommendations in the nature of high-level drafting instructions and 
for the drafting process for this Bill to start again. 

60. The discussion below engages with the detail of the current Bill and is in the 
alternative to the Commission’s primary position. 

61. It should be emphasised that the Bill departs in material respects from the model 
recommended by the third INSLM in 2017 and endorsed by the PJCIS and the 
Australian Government in 2018.  In other words, it appears that the Government 
has changed its position since issuing its response to the third INSLM’s 2017 
report.  Given that only two years have passed since the Government set out its 
position, at the very least it would be important to understand why that position 
appears to have changed in ways that lessen a number of human rights 
protections. 

62. Key differences relate to: 

• The scope of the regime, in terms of who it applies to. 

• The ‘balance of probabilities’ standard for making an ESO. 

• The range of conditions that may be imposed under an ESO. 

• The lack of a requirement to consider the impact of an ESO on the 
circumstances of the person in respect of whom the ESO is made. 

• The addition of a new requirement that the offender participate in 
assessments with an expert chosen by the Minister, which duplicates the 
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existing requirement that the offender participate in an assessment with an 
independent expert chosen by the Court. 

• The reduction of ‘use immunity’ for offenders in relation to the compulsory 
expert assessments. 

• Rules in relation to the variation of the ESO. 

63. These differences, along with a discussion about the consequences of a breach of 
an ESO, are considered in more detail below. 

7.1 Scope of post-sentence order regime 

64. The Bill proposes to expand the scope of the PSO regime by amending s 105A.3 of 
the Criminal Code. 

65. At present, a CDO can be made in relation to a person who: 

• is serving a sentence of imprisonment for a terrorist offence; 

• was serving a sentence of imprisonment for a terrorist offence and is still in 
custody serving a sentence of imprisonment for another offence; or 

• is detained under a CDO.32 

66. The Bill would extend the scope of the regime to also allow a PSO to be made in 
relation to a person who is serving a sentence of imprisonment for:  

• a breach of an ESO (provided that they were charged before the ESO expired, 
or within 6 months of the breach); or 

• a breach of a control order that was applied for while the person was in 
custody for a terrorist offence (provided that they were charged before the 
control order expired, or within 6 months of the breach).33 

67. The Bill would also extend the scope of the regime to allow an ESO to be made in 
relation to a person who: 

• is subject to an ESO; 

• is serving a sentence of imprisonment for another offence and was taken into 
custody while subject to an ESO; or 

• had been convicted of a terrorism offence and is subject to a control order 
sought before being released (and before these amendments took effect).34 

68. In the case of the last criterion, this would permit an ESO to be made in relation 
to the eight people who are currently subject to control orders after being 
released from custody after serving a sentence of imprisonment for a terrorism 
offence, provided that the control order had not expired by the time the Bill is 
passed.  These people are listed in rows 2 to 9 of Appendix A.  Although in three 
cases the control order was not obtained until after the person was released 
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from detention, in each case the control order was sought while the person was 
still in detention. 

69. In general terms, the proposed extension of the regime is relatively limited and 
still requires a temporal nexus and some degree of continuity with the 
commission of a relevant terrorism offence.  It appears open to find that these 
amendments are directed towards the legitimate purpose of protecting the 
community from a serious Part 5.3 offence, and are proportionate to that 
purpose. 

70. However, as the Commission has previously recommended, the scope of offences 
that bring a person within this regime in the first place should be narrowed to 
ensure that it only includes offences where the nature of the offence gives rise to 
an inference that there would be a high risk to community safety once a person is 
released after serving their term of imprisonment.  The Commission reiterates 
Recommendation 9 in its recent submission to the PJCIS in its Review of AFP 
Powers that the offence in s 119.2 of the Criminal Code (entering, or remaining 
in, declared areas) be excluded from the definition of ‘terrorist offender’.  The 
reasons for this are set out at [259]–[266] of that submission.35 

Recommendation 4 

The Commission recommends that the offence in s 119.2 of the Criminal Code 
(entering, or remaining in, declared areas) be excluded from the definition of 
‘terrorist offender’ in proposed s 105A.3(1)(a) of the Criminal Code, with the 
effect that a person convicted for such an offence is not liable for a post-sentence 
order. 

7.2 Standard of proof 

71. The Bill proposes a lower standard of proof to obtain an ESO than is currently 
required to obtain a CDO. 

72. This issue was given detailed consideration by the third INSLM who 
recommended that the threshold for making an ESO should be the same as the 
threshold for making a CDO, namely, that the Court be ‘satisfied to a high degree 
of probability, on the basis of admissible evidence, that the offender poses an 
unacceptable risk of committing a serious Part 5.3 offence if the offender is 
released into the community’ without the order being made.36   

73. This recommendation by the INSLM was specifically supported by the Australian 
Government.37  

74. However, the Bill departs from this recommendation by proposing that an ESO 
could be made on the ordinary civil standard of ‘balance of probabilities’.38 

75. There is little explanation in the Explanatory Memorandum for why this standard 
of proof was chosen.  The EM notes that a balance of probabilities standard 
applies in control order proceedings and that an ESO is a less restrictive measure 
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than a CDO.39  However, the INSLM specifically considered, and rejected, the 
option of using the balance of probabilities standard of proof, as applies to 
control orders, in respect of ESOs, noting that the difference in standards and 
associated assessments ‘is consistent with the differing nature of the risk that the 
respective regimes are designed to address’.40  

76. Ordinarily, a court will punish an individual, by ordering that they be detained or 
in some other way restricting their rights, only following proof that the individual 
committed a relevant offence on the basis of the exacting criminal standard—
‘beyond reasonable doubt’.  The criminal standard of proof is difficult to satisfy, 
because in our liberal democratic system the prospect of an innocent person 
being wrongly punished is rightly viewed with revulsion.  The criminal standard of 
proof offers an important protection against wrongful conviction and 
punishment.  

77. Where detention or other restrictions are imposed on a person for reasons other 
than punishment following conviction for an offence, then a lower standard of 
proof typically applies.  However, whether imposed as punishment for 
commission of an offence or for another reason, the effects of detention and 
other such restrictions are severe, and so it remains vital that such restrictions 
are not imposed wrongly.  Lowering the standard of proof increases the risk of 
error; the more the standard is lowered, the greater that risk.  

78. It is important that a court be very confident in the correctness of any decision to 
impose a PSO on an offender at the end of their criminal sentence.  While there 
may be pragmatic reasons to support a lower standard of proof than beyond 
reasonable doubt, the standard chosen for a PSO should reflect the seriousness 
of the decision making and the consequences of error.  This is true regardless of 
whether a PSO leads to the individual being detained or to the imposition of 
conditions on what the individual may do in the community.   

79. In every other jurisdiction in Australia, with the exception of South Australia, 
there is a consistent standard of proof for the making of PSOs regardless of 
whether the PSO will lead to detention or some other restriction.41  All of those 
jurisdictions require satisfaction to a ‘high degree of probability’ and apply this 
standard to the making of both CDOs and ESOs.  (South Australia has a unique 
regime where a person can only be subject to a CDO if they breach a term of an 
ESO while in the community, and they may only be detained for the remainder of 
the period of the ESO.)42 

80. The Commission considers that the standard of proof proposed in the Bill does 
not give sufficient weight to the significant restrictions on liberty imposed by the 
ESO regime.  This is a quasi-criminal regime that, as presently drafted, can impose 
restrictions on all areas of a person’s life, based on an assessment of their risk of 
engaging in future criminal activity.  Those restrictions may be imposed for up to 
three years at a time.  It is appropriate that a standard higher than the usual civil 
standard be applied for the imposition of such extensive restrictions.  The 
Commission recommends that the same standard apply as for a CDO, namely, 
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satisfaction to a ‘high degree of probability’.  This standard remains lower than 
the criminal standard (beyond reasonable doubt), and so is less difficult to satisfy 
than would ordinarily be the case in criminal proceedings that could result in an 
individual being detained or otherwise subject to punishment.  As noted above, 
the high degree of probability standard is the standard used in every comparable 
regime in Australia. 

81. Once that standard is met for the application of the regime to a particular 
offender, the Commission agrees that the imposition of particular conditions 
should be subject to the proposed balance of probabilities test.  That is, the Court 
should be satisfied on the balance of probabilities that each of the conditions to 
be imposed on the offender by the order is reasonably necessary, and reasonably 
appropriate and adapted (or proportionate), for the purpose of protecting the 
community from that unacceptable risk.43 

82. This change would have some impact on the making of an ISO.  The relevant 
threshold for making an ISO is that the Court is satisfied that there are reasonable 
grounds for considering that an ESO will be made in relation to the offender.44  If 
the standard of proof for making an ESO is amended as recommended by the 
Commission, then a Court considering whether to make an ISO would need to be 
satisfied that there were reasonable grounds for considering that an ESO based 
on that higher standard would be made. 

Recommendation 5 

The Commission recommends that the threshold for making an extended 
supervision order in proposed s 105A.7A(1)(b) of the Criminal Code be amended 
to require that the Court be ‘satisfied to a high degree of probability, on the basis 
of admissible evidence, that the offender poses an unacceptable risk of 
committing a serious Part 5.3 offence’. 

7.3 Conditions of an extended supervision order 

83. The third INSLM recommended that if an ESO regime were incorporated into Div 
105A, ‘the conditions to which such an order may be subject should be the same 
as the terms of s 104.5(3)’.45  In making that recommendation, the INSLM had 
regard to the kinds of conditions that could be imposed on a person under State 
and Territory legislation dealing with post-sentence regimes for high-risk or 
serious sex offenders. 

84. This recommendation was specifically supported by the Australian Government.46  

85. However, the kinds of conditions that may be imposed under the proposed ESO 
regime are not limited to the conditions that may be imposed under the control 
order regime.  Instead, any kind of condition may be imposed under the ESO 
regime, provided the court making the order is satisfied, on the balance of 
probabilities, that the condition is reasonably necessary, and reasonably 
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appropriate and adapted, for the purpose of protecting the community from the 
unacceptable risk of the offender committing a serious Part 5.3 offence.47   

86. Two non-exhaustive lists of possible conditions, significantly more extensive than 
the conditions that may be imposed in relation to a control order, are included in 
the Bill.48 

87. Some of these conditions are broadly equivalent to conditions that may be 
imposed under a control order.  In relation to the first list in s 105A.7B(3), these 
are conditions in paragraphs (a)(i) and (ii), (b), (c), (d), (h)(i) and (ii), (i), (j), (k) and 
(l).  In relation to the second list in s 105A.7B(5), these are the conditions in 
paragraphs (b), (c), (d) and (f)(i). 

88. Other conditions extend significantly beyond the conditions that may be imposed 
under a control order.   

(a) General comments 

89. As noted above, the two lists are not exhaustive.  The Explanatory Memorandum 
makes clear that the lists merely contain ‘examples’ of conditions that could be 
imposed and that, in practice, an ESO ‘may include a very broad range of 
conditions directed at all aspects of an offender’s life’.49 

90. The fact that the range of possible conditions is ‘at large’ provides a risk that over 
time they may become more onerous.  Without some legislative limit on these 
kinds of orders, it will be left to courts to determine the appropriate upper 
threshold of what are, in essence, civil obligations.  

91. The Commission’s Recommendations 5 and 6 in its submission to the Review of 
AFP Powers inquiry by the PJCIS were directed to amending the nature of the 
conditions that may be imposed under either control orders or ESOs to ensure 
that there are proper limits on their scope. 

92. It is not a sufficient safeguard that a Court must find that the particular 
requirements to be imposed must be reasonably necessary, and reasonably 
appropriate and adapted, for the purpose of protecting the community from an 
unacceptable risk.50  The fact that particular examples of conditions are set out in 
ss 105A.7B(3) and (5) indicates strongly to the Court that the Legislature 
considers the specified conditions to be ones that may reasonably be imposed.  
In this sense, the legislation seeks to establish norms and delineate a range of 
conduct that is deemed to be acceptable and to which a Court would need to 
have regard when determining the conditions to impose in a particular case.  As 
discussed in more detail below, there are real concerns about some of these new 
specified conditions.   
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(b) Discretions granted to a ‘specified authority’ 

93. Many of the new suggested conditions in the Bill would permit a Court to give 
power to a ‘specified authority’ to do certain things.  For example, conditions 
may be imposed that allow a ‘specified authority’ to: 

• determine an area or place where the offender may not be present 

• grant or withhold permission to the offender to move residence 

• take possession of the offender’s passport 

• grant or withhold permission to the offender to engage in training or 
education 

• direct the offender to attend and participate in treatment, rehabilitation or 
intervention programs or activities 

• direct the offender to undertake psychological or psychiatric assessment or 
counselling 

• direct the offender to attend and participate in interviews and assessments 

• test the offender in relation to the possession or use of specified articles or 
substances 

• photograph the offender 

• take impressions of the offender’s fingerprints.51 

94. A condition may also be made that the offender comply with any other 
reasonable direction given by a ‘specified authority’.  Proposed amendments to 
the control order regime would also provide greater scope for a ‘specified 
authority’ to exercise powers in relation to electronic monitoring.52 

95. The definition of the new term ‘specified authority’ is drafted inclusively and 
could be a police officer, but could equally be ‘any other person or class of 
person’.53  It need not be an ‘authority’ at all, in the way that word is usually 
understood.  There is a requirement that the Court be satisfied that the person ‘is 
appropriate in relation to the requirement or condition’.  However, in practice, it 
could be any person in Australia.   

96. If a condition is imposed in the terms of proposed s 105A.7B(3)(r), which allows a 
‘specified authority’ to give other binding directions to a person, there are few 
limits on the kind of directions that the ‘specified authority’ could give.  The 
directions must be: 

• ‘reasonable’ 

• in relation to another condition (which are not limited in type),  

and the person giving the direction must be satisfied that the direction is 
reasonable in all the circumstances to give effect either to the condition or to the 
objects of the Division. 
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97. It is a criminal offence, punishable by up to five years imprisonment, to 
contravene a condition of an ESO, including a condition that is dependent on a 
power exercised by a ‘specified authority’. 

98. The Commission considers that the definition of ‘specified authority’ is too broad.  
It should not be an available option to nominate any person in Australia, who 
may give onerous directions to a person the subject of an ESO, with criminal 
consequences if the person fails to comply with them.  The definition should be 
much more closely targeted so that it is properly limited to police and public 
authorities responsible for corrections. 

Recommendation 6 

The Commission recommends that the proposed definition of ‘specified 
authority’ in s 100.1(1) of the Criminal Code be limited to police officers and 
public authorities responsible for corrections. 

99. The potential for a broad and indeterminate range of directions to be given by a 
‘specified authority’ (ie, any nominated person) adds a significant level of 
uncertainty to the scope of a person’s obligations that cannot be determined 
merely from reading the terms of the ESO (or control order) itself.  This increases 
the risk that a person may inadvertently breach an ESO (by doing an act that is 
contrary to a direction by a specified authority, which may be a direction received 
over the phone, but not otherwise prohibited by the particular terms of the ESO).  
Breach of such a direction would expose the person to criminal sanctions.   

100. It may well be necessary for authorities to have some increased flexibility to give 
directions to people subject to an ESO (or control order) to ensure that electronic 
monitoring devices are working appropriately.  However, the increased 
uncertainty about the scope of ESOs that this creates, reinforces the importance 
of ensuring that any sanctions imposed for breach of an ESO can be appropriately 
tailored to the circumstances.  This issue is considered in more detail in section 
7.8 below. 

(c) Compulsory engagement in de-radicalisation programs and other activities 

101. Some of the new specified conditions permit people to be forced to participate in 
various kinds of programs against their will, in a way that at least one member of 
this Committee identified may be counterproductive. 

102. Under the existing control order regime, one of the conditions that may be 
imposed is a requirement that the person participate in specified counselling or 
education.54  However, this obligation is expressly limited to situations of 
voluntary participation.  A person can only be required to participate in 
counselling or education, if they agree to participate at the time of the 
counselling or education.55  The way in which such conditions have been imposed 
in practice is to require the person to ‘consider in good faith participating in 
counselling or education’ relating to particular matters.56 
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103. Evaluations of programs aimed at countering violent extremism have identified a 
number of essential elements: religious rehabilitation, education and vocational 
training, psychological rehabilitation, social and economic support, family 
rehabilitation and post-release support to assist in reintegration.57 

104. During the last hearing of the PJCIS in relation to its Review of AFP Powers, the 
First Assistant Secretary, Integrity and Security, Attorney-General’s Department, 
agreed with a proposition made by Senator Abetz that trying to force a person to 
be de-radicalised would be counterproductive, saying: 

Yes, that’s essentially the reasoning as to why that hasn’t been the case in the past.  
For somebody who is not willing to participate, there’s little benefit in compelling 
that person to do so.58 

105. The Department of Home Affairs said in response to questions on notice that it 
was not aware of any State or Territory legislation that mandates participation in 
such programs while offenders are in prison.59  For example, the Proactive 
Integrated Support Model (PRISM) is a program aimed both at prison inmates 
and those on parole in New South Wales who have a terrorist conviction or who 
have been identified as at risk of radicalisation.  PRISM has been delivered by 
Corrective Services NSW since 2016 and operates on a voluntary basis.60 

106. The approach taken by the States and Territories is consistent with research in 
this area which finds that: 

in order for individuals to be disengaged, they must first be willing to hear alternate 
ideas and accept the support on offer.  Forced participation is unlikely to achieve 
either the desired results or positive outcomes and, in many cases, may harden the 
radical views of those forced to participate.61 

107. The Bill would depart from that principle by permitting conditions to be imposed 
on an ESO that would force a person to: 

• attend and participate in treatment, rehabilitative or intervention programs 
or activities 

• undertake psychological or psychiatric assessment or counselling 

• participate in interviews and assessments 

• allow the results of interviews and assessments to be disclosed to a ‘specified 
authority’ 

• provide specified information to a ‘specified authority’.62 

108. None of these conditions is subject to the existing, appropriate safeguard in the 
control order regime that they be voluntary. 

109. Whether a person is prepared to voluntarily engage in particular programs or 
activities may be a factor that the Court properly takes into account in 
determining whether an ESO would be effective in preventing an unacceptable 
risk to the community.  However, the Commission considers that there is little 
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value in compelling participation in circumstances where it is not voluntary, and 
that this in fact is likely to be counterproductive. 

Recommendation 7 

The Commission recommends that any condition imposed by an extended 
supervision order or interim supervision order that requires a person to 
participate in treatment, rehabilitative or intervention programs or activities, 
psychological or psychiatric assessment or counselling, interviews or other 
assessments, be subject to a further condition that a person is only required to 
participate if they agree, at the time of the relevant activity, to so participate.  

(d) Home detention 

110. It appears that, unlike the case with control orders, an ESO would permit 
conditions authorising home detention. 

111. One of the example conditions that may be imposed pursuant to an ESO is a 
condition: 

that the offender remain at specified premises between specified times each day, or 
on specified days, but for no more than 12 hours within any 24 hours63 

112. This condition is in the same form as one of the existing conditions in relation to 
control orders.64  However, the fact that it is only an example means that the 
limitation that any curfew imposed be no longer than 12 hours would appear to 
have no effect.  The limitation is also only an example.  There appears to be 
nothing preventing a court from imposing a curfew for longer than 12 hours per 
day, including a curfew that lasted 24 hours per day.  Nor are there limits on the 
number of consecutive days of home detention that could be imposed. 

113. It appears that one of the fundamental safeguards of the control order regime 
protecting against home detention would be taken away. 

114. In some cases, where an Act contains both a specific power to do something and 
a more general power which could also extend to the same thing, the Act is 
interpreted in a way that does not permit the thing to be done otherwise than in 
accordance with the more specific power.65  That is, an affirmative grant of power 
necessarily implies a negative—a prohibition on doing the thing in another way.  
However, it is far from clear that the principle would apply in this case.  One 
reason for that is that the power to impose conditions by an ESO is expressed in 
broad terms, and the curfew condition is explicitly framed as merely an example 
of one condition that could be imposed.  Further, there is no suggestion in the 
Explanatory Memorandum that this example represents an outer limit of the 
curfew power.66 

115. The Commission has previously expressed concerns about the breadth of the 
current curfew power in relation to control orders in its submission to the PJCIS 
Review of AFP Powers.  In particular, the Commission reiterated a concern of the 
second INSLM, the Hon Roger Gyles AO QC, that ‘a 12 hour daytime curfew plus 
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residence at home overnight would be close to home detention’.  The 
Government Response to the second INSLM’s report appeared to accept that 
creating de facto home detention through the control order regime would be 
inappropriate.  The Commission recommended that s 104.5(3) of the Criminal 
Code be amended to expressly prohibit long curfew periods during daylight hours 
as part of a control order.67 

116. The same concerns arise even more starkly in relation to the proposed ESO 
regime.  The conditions should be expressly limited to prevent home detention. 

Recommendation 8 

The Commission recommends that the Bill be amended to prevent the imposition 
of a condition in an extended supervision order or an interim supervision order 
that would permit or amount to home detention.  

(e) Electronic monitoring 

117. The Bill would add new obligations that can be imposed under a control order in 
relation to electronic monitoring and extend these new obligations to the ESO 
regime.  These obligations expand on the existing obligation in the control order 
regime to wear a tracking device.68  They include requirements that the person: 

• comply with directions given by a ‘specified authority’ in relation to electronic 
monitoring69 

• carry a specified mobile phone at all times, be available to answer any call 
from a ‘specified authority’ (or return a call that they were unable to answer) 
and comply with directions in relation to these obligations.70 

118. A ‘specified authority’ includes, but is not limited to, any public or private entity 
contracted by the AFP to perform functions relating to electronic monitoring of 
persons.71  As noted above, a ‘specified authority’ could also be any person in 
Australia. 

119. As with the more general conditions in relation to ESOs, there are few limits on 
the directions that a ‘specified authority’ could give when it comes to electronic 
monitoring.  In the case of conditions imposed pursuant to a control order that 
permit the giving of directions, the directions must be ‘in relation to’ electronic 
monitoring and the person giving the direction must be satisfied that the 
direction is reasonable in all the circumstances to give effect to the requirements 
of the paragraphs dealing with electronic monitoring, or the objects of Div 104.72 

120. The Commission reiterates Recommendation 6 above that the definition of a 
‘specified authority’ should be more tightly circumscribed. 
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(f) Entering the home of a person subject to an order 

121. The control order regime already contains extensive provisions in relation to 
monitoring and enforcement.73  These provisions are substantially replicated in 
relation to ESOs (see section 10 below).  However, the Bill also indicates that 
appropriate conditions to be imposed on an ESO could include requiring the 
offender to consent to a range of things including entry into their home. 

122. In particular, the Bill would permit conditions requiring a person to consent to: 

• visits at specified premises (including their own home) from a ‘specified 
authority’ at any time for the purpose of ensuring compliance with a curfew 
condition 

• entry to specified premises (including their own home) by a ‘specified 
authority’ at any time for the purposes of ensuring compliance with a curfew 
condition 

• entry to the person’s home by a ‘specified authority’ at any reasonable time 
for any purpose relating to electronic monitoring (this provision applies to 
both control orders and ESOs)74 

• providing a ‘specified authority’ with a schedule setting out their proposed 
movements, and complying with that schedule (noting that any deviation 
from the schedule would be a criminal offence, subject to penalties of 
imprisonment) 

• entry to specified premises (including their own home) by a police officer for 
the purposes of: 

o searching the person 

o searching the person’s residence 

o searching any other premises under the person’s control 

o seizing any item found during those searches (whether or not 
connected to any offence) including to allow the item to be examined 
forensically 

• providing a police officer with passwords and access to: 

o electronic equipment or technology owned or controlled by the 
person 

o any data held on, or accessible from, such equipment or technology 

   and allowing the equipment or data to be seized.  

123. The Bill would also authorise a police officer to use reasonable force to enter a 
person’s home to install, repair, fit or remove an electronic monitoring device if 
the person did not give consent to that action.75 
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124. The Commission’s view is that these proposed conditions should be removed 
from the Bill because they unnecessarily restrict human rights.  If a police officer 
monitoring compliance with an ESO wants to search the person, enter their 
premises, or carry out some task in relation to an electronic monitoring device, 
they can do so either: 

• with the actual consent of the person; or 

• pursuant to a warrant where the proposed conduct must be justified before 
an independent decision maker. 

125. As the Bill’s Statement of Compatibility with Human Rights observes, the warrant 
regime ensures that where entry is on the basis of consent ‘entry and search are 
only authorised if consent is informed and voluntary, limiting the impact on 
privacy’.76  The proposed conditions would undermine these protections.   

126. Warrantless entry to premises clearly engages the right to privacy.  This right is 
also recognised at common law.  Every unauthorised entry onto private premises, 
whether by police officers or anyone else, amounts to a trespass.77  

127. In the absence of permission from the lawful owner or occupier, a police officer 
may normally only enter private premises pursuant to a warrant.  Legislation 
provides for warrants to be issued by justices or magistrates and to be subject to 
conditions, in order to ‘balance the need for an effective criminal justice system 
against the need to protect the individual from arbitrary invasions of his privacy 
and property’.78 

128. The proposed conditions in the Bill effectively circumvent the already extensive 
warrant provisions and the requirement for judicial oversight of these intrusive 
powers on a case-by-case basis. 

Recommendation 9 

The Commission recommends that the conditions requiring a person to consent 
to certain monitoring and enforcement activity in proposed ss 104.5A(1)(c)(i), 
(2)(a) and (5); 105A.7B(5)(g)–(j); and 105A.7E(1)(c)(i), (2)(a) and (5) of the 
Criminal Code be removed from the Bill on the basis that they are not necessary, 
given the existing and proposed new monitoring warrants. 

(g) Exemptions 

129. The Bill provides that the Court making an ESO may specify certain conditions of 
the ESO to be ‘exemption conditions’.79  Such conditions would permit an 
offender to apply to a ‘specified authority’ for a temporary exemption.  The 
‘specified authority’ would then have a discretion about whether to grant or 
refuse the exemption. 

130. One example of where an exemption could apply is if a person subject to an ESO 
had been asked by their employer to work a night shift that conflicted with a 
curfew requirement under the ESO.80  If the curfew condition was specified to be 

Review of the Counter-Terrorism Legislation Amendment (High Risk Terrorist Offenders) Bill 2020
Submission 3



Australian Human Rights Commission 
Review of High Risk Terrorist Offenders Bill 2020, 29 October 2020 

32 

an ‘exemption condition’, then the person could seek permission for an 
exemption from that condition so that they could work the night shift. 

131. The Commission supports the ability for conditions to be made subject to 
temporary exemptions.  However, as discussed in section 7.8 below, dealing with 
penalties, further amendments to the ESO and control order regime are required 
to enhance flexibility and ensure proportionality in the application and 
enforcement of the regime.  

132. In relation to exemption conditions, further detail is also required.  For example, 
the proposed section would appear to grant an unconstrained discretion on a 
‘specified authority’ to either grant or refuse an exemption application.  
However, there is no detail about how the ‘specified authority’ is to make its 
decision, what factors it should take into account, when the decision should be 
made, whether reasons should be provided and how the applicant could seek 
review of any adverse decision. 

133. It is not enough for an unfettered discretion to be provided to a ‘specified 
authority’.  There needs to be a framework for decision making that ensures that 
any decision about whether or not to grant an exemption application is fair.  

Recommendation 10 

The Commission recommends that the Bill be amended to set out the parameters 
for decision making by a specified authority in relation to an application for an 
exemption under s 105A.7C of the Criminal Code.  This should include: 

(a) the considerations that the specified authority must take into account in 
making its decision 

(b) the timeframe for a decision by the specified authority 

(c) a requirement that the specified authority provide written reasons for its 
decision 

(d) clear review rights for an applicant. 

7.4 Consideration of personal circumstances 

134. The ESO regime proposed in the Bill does not require the Court to take into 
account the impact of proposed conditions on the circumstances of the offender.  
By contrast, in control order proceedings, this is a mandatory consideration. It is 
an important protection against disproportionate decision making.   

135. When a Court is considering making or confirming an interim control order, it 
must be satisfied on the balance of probabilities that each of the obligations, 
prohibitions and restrictions to be imposed on the person by the order are 
reasonably necessary, and reasonably appropriate and adapted, for the purpose 
of achieving the objects of Div 104.81  In carrying out this assessment, the Court 
must take into account the impact of the obligation, prohibition or restriction on 
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the person’s circumstances, including the person’s financial and personal 
circumstances.82   

136. This requirement has been part of the control order regime since it was first 
introduced in 2005.  The rationale given by the Australian Government for 
including this provision at the time was: 

to ensure an obligation that would, for example, have an adverse impact on the 
ability of person to earn a living and support his or her family must be taken into 
account before the obligation, prohibition or restriction is imposed.83 

137. There is no such protection in the Bill in relation to imposing conditions in an 
ESO.  The Explanatory Memorandum recognises that the protection has been 
omitted, but does not provide a convincing justification.84 

138. While a Court generally has a discretion to take into account matters that it 
considers relevant when making decisions, it is striking that this is not a 
mandatory consideration, particularly given the existing control order model.  
The Commission submits that this missing protection should be inserted into the 
provisions dealing with: 

• making an ESO 

• making an ISO 

• varying an ESO or ISO 

• varying an ESO after review. 

Recommendation 11 

The Commission recommends that proposed ss 105A.7A(2), 105A.9A(5), 
105A.9C(2) and 105A.12A(5) of the Criminal Code be amended to ensure that a 
Court hearing an application for the making or variation of an extended 
supervision order or interim supervision order, or conducting a review of an 
extended supervision order, is required to take into account the impact of the 
proposed conditions on the person’s circumstances, including their financial and 
personal circumstances, for the purpose of determining whether the condition is 
reasonably necessary and reasonably appropriate and adapted. 

7.5 Duplication of mandatory expert assessment requirement 

139. Currently, the Supreme Court can appoint an independent expert to conduct an 
assessment of the offender’s risk of committing a Part 5.3 offence and provide a 
report of that assessment to the Court.85  The offender is required to attend the 
assessment.86  The offender is not required to participate in the assessment, but 
the Court must have regard to the offender’s level of participation (including a 
refusal to participate) in deciding whether it is satisfied that the offender poses 
an unacceptable risk of committing a serious Part 5.3 offence.87  
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140. While the Minister and the offender can nominate an expert to carry out this 
task, ultimately the decision on which expert (or experts) to appoint is one for the 
Court. 

141. The fact that the Court selects the person it considers to be the most appropriate 
expert does not preclude either the Minister or the offender from calling expert 
evidence from an expert of their choosing at the hearing.88 

142. The Bill would duplicate the existing mandatory expert assessment requirement 
by giving the Minister the power to direct the offender to also attend 
assessments with an expert nominated by the Minister.89  The mandatory 
assessments by the Minister’s expert could take place before any application for 
a PSO is made or while a PSO is in force.90  There is no limit to the number of 
sessions the offender may be required to attend with the Minister’s expert.91  The 
decision by the Minister to direct an offender to attend an assessment with the 
Minister’s expert would not be subject to merits review, or judicial review under 
the Administrative Decisions (Judicial Review) Act 1977 (Cth).92 

143. Significantly, in deciding whether to make a PSO, the Court must have regard to 
the report from the Minister’s expert, and the level of the offender’s 
participation in the assessments by the Minister’s expert, in the same way as that 
of the independent expert chosen by the Court.93  This means that if an offender 
refuses to participate in assessments by the Minister’s expert, this fact can be 
later held against them. 

144. The Commission considers that this additional provision is not warranted and has 
a significant adverse impact on the fairness of PSO proceedings.  It is inconsistent 
with the general requirement that the onus is on the AFP Minister to prove that 
the person poses an unacceptable risk to the community.94 

145. It is a fundamental principle of criminal law proceedings, also reflected in the 
Evidence Act 1995 (Cth), that a defendant is not competent, and cannot be 
compelled, to give evidence as a witness for the prosecution.95  This is a 
protection that cannot be waived.96  It is a protection recognised in international 
law, including in article 14(3)(g) of the ICCPR.  While the offender here has the 
right not to participate in the assessment by the Minister’s expert, the offender 
must attend any assessments and failure to participate must be taken into 
account by the Court hearing the PSO proceeding.   

146. The Bill’s Statement of Compatibility with Human Rights asserts that article 14(3) 
of the ICCPR is not applicable because PSO proceedings are civil and not 
criminal.97  Further, it asserts that the fact that the Court must take into account 
the offender’s level of participation ‘does not create a de facto obligation to 
participate’.98   

147. These justifications are insufficient.  The human rights restrictions that may be 
imposed via a PSO are extensive, and include detention.  That those restrictions 
are imposed pre-emptively, as distinct from the more conventional situation 
whereby they are imposed as punishment for the commission of a criminal 

Review of the Counter-Terrorism Legislation Amendment (High Risk Terrorist Offenders) Bill 2020
Submission 3



Australian Human Rights Commission 
Review of High Risk Terrorist Offenders Bill 2020, 29 October 2020 

35 

offence, does not lessen their impact on the individual concerned.  The 
Commission reiterates its view that these proceedings have a quasi-criminal 
character because the decision making turns on the risk of a person committing a 
criminal offence in the future, and the outcomes for a respondent include orders 
such as detention and restrictions on liberty that are commonly made by criminal 
courts.   

148. Moreover, the Court must take into account a failure to participate in an 
assessment.  The only reason for including such a provision is so that negative 
inferences could be drawn against a respondent as a result.  Given the nature of 
these proceedings, the Commission considers that the proposed obligations on 
an offender in relation to the Minister’s expert are contrary to longstanding 
common law and human rights principles designed to ensure that proceedings 
are conducted fairly. 

Recommendation 12 

The Commission recommends that proposed s 105A.18D of the Criminal Code, 
dealing with the power of the AFP Minister to direct an offender to be assessed 
by an expert chosen by the Minister, be removed from the Bill. 

Recommendation 13 

If Recommendation 12 is not accepted, the Commission recommends that: 

(a) proposed s 105A.18D of the Criminal Code be amended to confirm that the 
offender is not required to attend an assessment with an expert chosen by 
the AFP Minister; and 

(b) proposed s 105A.6B of the Criminal Code be amended to remove the 
requirement for the Court to take into account the level of the offender’s 
participation in any assessment under s 105A.18D. 

7.6 Use immunity in relation to compulsory assessment by an expert 

149. As described in the preceding section, an offender can be required to attend an 
assessment by an independent expert appointed by the Court for the purpose of 
assessing the offender’s risk of committing a Part 5.3 offence.  One important 
safeguard built into this compulsory system is that the offender is not required to 
participate in the assessment.   

150. A second safeguard is that neither: 

• the answer to a question or information given at the assessment; nor 

• the fact of answering a question or giving information at the assessment 

is admissible in evidence against the offender in civil or criminal proceedings.99  

151. The second safeguard is described as a ‘use immunity’ in relation to answers and 
participation.  The Commission considers that such a use immunity is appropriate 
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because it recognises the infringement on a person’s liberty by requiring them to 
attend an assessment with an expert. 

152. There is also a practical benefit to the provision, in that it provides an incentive 
for an offender to actively participate in the assessment and thus provide the 
best possible basis for the Court to make an assessment about whether a CDO 
should be made.  As the Australian Government identified when the provision 
was first enacted: 

In order to avoid the terrorist offender having to decide between participating in the 
assessment but potentially disclosing self-incriminating information, and not 
participating in the assessment at all, subsection 105A.6(5A) guarantees that the 
terrorist offender will be protected from self-incrimination.100 

153. The Bill would weaken the use immunity by allowing the information to be used: 

• in civil proceedings for a control order 

• in sentencing for any offence against a provision in Divs 104 or 105A.101 

154. To permit this material to be used in a control order proceeding is to allow it to 
be used in a proceeding for which the expert report was not prepared.  A Court in 
a control order proceeding is not required to assess whether the respondent 
poses an unacceptable risk to the community.  This is one of the reasons why the 
Commission says that the control order regime should be repealed when an 
appropriate ESO regime is enacted.  However, if the current control order regime 
is permitted to operate alongside an ESO regime, the Commission considers that 
the use immunity over material related to the compulsory expert assessment in 
Div 105A should continue to extend to control order proceedings.  

155. In terms of criminal proceedings, the amendment would weaken the current 
protection for individuals by allowing the answers given to an expert in a 
compulsory assessment, or the fact of a person’s participation (or non-
participation) in a compulsory assessment, to be used in sentencing for unrelated 
criminal conduct, namely, the offences of: 

• using fingerprints or photographs of a person subject to a control order for a 
purpose other than ensuring compliance with the control order (this appears 
to be focused on conduct by a person other than the person subject to the 
control order)102 

• contravening a control order (noting that the compulsory assessment under 
Div 105A is not undertaken for the purpose of determining whether a control 
order should be granted)103 

• interference with, or disruption or loss of, a function of a tracking device 
required to be worn by any person subject to a control order (this includes 
offences committed by the person wearing the tracking device or by another 
person)104 
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• using fingerprints or photographs of a person subject to an ESO for a purpose 
other than ensuring compliance with the ESO (this appears to be focused on 
conduct by a ‘specified person’ rather than the person subject to the ESO)105 

• contravening an ESO (noting that the compulsory assessment would precede 
any breach of the ESO and may have nothing to do with the circumstances of 
the breach)106 

• contravening a direction given by a ‘specified authority’ under proposed 
s 105A.7C (again, noting that the compulsory assessment would precede any 
breach of the ESO and may have nothing to do with the circumstances of the 
breach)107 

• interference with, or disruption or loss of, a function of a tracking device 
required to be worn by any person subject to an ESO (this includes offences 
committed by the person wearing the tracking device or by another 
person).108 

156. The current protection in s 105A.6(5A) was listed by the Australian Government 
as one of the ‘important safeguards’ in its Statement of Compatibility with 
Human Rights when the CDO regime was first introduced.109  The Commission is 
concerned that this important protection for individual rights is now being 
eroded once the regime is in place and before it has been used. 

157. The appropriate use of the report by the court appointed expert is solely for the 
purpose of the Court considering whether to make a CDO or an ESO.  This use is 
sufficiently covered by proposed s 105A.6(9) which provides, for the avoidance of 
doubt: 

An assessment of an offender conducted under paragraph (4)(a), and the report of 
the assessment, may be taken into account in proceedings to make or vary any post-
sentence order or interim post-sentence order, or to review any post-sentence 
order, in relation to the offender. 

Recommendation 14 

The Commission recommends that proposed s 105A.6(5A) of the Criminal Code, 
which would weaken the use immunity provided to individuals required to attend 
an assessment with a court appointed expert, be removed from the Bill. 

158. The same issues arise in relation to the proposed mandatory assessments by an 
expert chosen by the Minister, discussed in the previous section.  A similarly 
weakened use immunity is contained in proposed s 105A.18D(5).  For the reasons 
set out above, the Commission submits that if this parallel mandatory assessment 
provision is retained, it should be subject to a use immunity in the same terms as 
is currently contained in the Criminal Code.  

Recommendation 15 

The Commission recommends that if s 105A.18D of the Criminal Code, dealing 
with compulsory attendance at an assessment by an expert chosen by the AFP 
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Minister, is retained in the Bill, then sub-section (5), dealing with the use 
immunity provided to individuals required to attend an assessment, be removed 
from the Bill and replaced with a use immunity in the same terms as the current 
s 105A.6(5A). 

7.7 Variation of interim supervision orders 

159. Under the control order regime, once an interim control order is made, it can be 
varied by the Court before the confirmation hearing if there is consent between 
the AFP and the person subject to the control order.110  However, it cannot be 
varied to add any obligations, prohibitions or restrictions.111  This provision for 
variations followed recommendations of both the third INSLM in 2017 and the 
PJCIS in 2018.  The rationale for this provision was that there may be a delay 
between an interim control order being made and a confirmation hearing and it 
was reasonable to provide for a process to remove conditions that were no 
longer appropriate.112 

160. Similarly, at a confirmation hearing, the Court may confirm and vary the order by 
removing one or more conditions, but it may not add new conditions.113  Once a 
confirmed control order is in force, the AFP Minister may apply to the Court to 
vary the order, including by adding conditions.114  In those circumstances, the new 
conditions must be justified on the same basis as the original conditions. 

161. No changes are proposed in the Bill to these aspects of the control order regime.  
However, a different approach is proposed in relation to ESOs and ISOs. 

162. The Bill makes provision for a Court to make an ISO if it is satisfied that: 

• an offender will be released from custody or no longer subject to a relevant 
order before the application for a CDO or ESO can be determined, and 

• there are reasonable grounds for considering that an ESO will be made in 
relation to the person.115 

163. Unlike the case for interim control orders, the AFP Minister may apply to the 
Court to vary an ISO without the consent of the person who is the subject of the 
order, and it may be varied to add conditions to the ISO before the Court hears 
the application for a CDO or ESO.116   

164. As with many of the other provisions of this Bill, this reduces the protections for a 
person subject to an ESO when compared with the existing control order regime.  

Recommendation 16 

The Commission recommends that the Bill be amended to remove the ability of 
the AFP Minister to apply for a variation of an interim supervision order to add 
conditions prior to the hearing of an application for a continuing detention order 
or an extended supervision order. 
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7.8 Penalties 

165. The Bill proposes to introduce an offence of contravening an ESO, and an offence 
of interfering with a monitoring device that a person is required to wear pursuant 
to an ESO.117  The maximum penalty for each offence is imprisonment for five 
years.  The offences are substantially the same as the current offences in relation 
to control orders.118 

166. The Commission is concerned that the structure of these offences, the penalties 
available, and the way in which breaches have been enforced in practice are 
more severe that those relating to offences for breach of parole conditions.  It is 
important to make amendments to these provisions in order to prevent 
disproportionate outcomes. 

167. Two people have been prosecuted for a breach of a control order: Mr MO and Mr 
Ahmad Saiyer Naizmand.  A third person, Ms Alo-Bridget Namoa, was arrested 
and charged in July 2020 for contravening a control order and has been 
remanded in custody.119  The cases of Mr MO and Mr Naizmand were described in 
case studies 2 and 3 in the Commission’s recent submission to the PJCIS Review 
of AFP Powers.120  In summary: 

• Mr MO was prosecuted for using a public telephone on two occasions, and 
using an unapproved mobile phone on one occasion, contrary to the 
requirements of the control order made in relation to him.  It was common 
ground that the content of the phone calls was ‘trivial’ and did not relate to 
any criminal activity.  He pleaded guilty and was sentenced to two years 
imprisonment.121 

• Mr Naizmand was prosecuted for watching on YouTube three short videos 
that contained extremist material.  At the time he was 22 years old.  The 
videos were publicly available, and he was permitted to have a phone and use 
the internet, but the terms of his control order prohibited him from watching 
material of this nature.  Two of the videos he watched twice.  As a result, he 
was charged with five counts of breaching the control order made in relation 
to him and sentenced to four years of imprisonment in the highest security 
prison in New South Wales.122 

168. These are severe penalties and arguably disproportionate to the seriousness of 
the breach.  There is a real risk in cases like these of a blanket approach being 
taken that treats all conduct constituting a violation of a control order as 
intrinsically serious by reason of the fact that it is a breach of a control order, and 
that one of the purposes of control orders is to protect the public from a terrorist 
act.123  This involves a substantial leap in logic which draws an equivalence 
between a failure to comply with control order conditions and an act of 
terrorism.   

169. By way of example, Mr Naizmand, who has never been convicted of any 
substantive terrorism offence, spent either the same period or more time in 
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prison for the breach of his control order than seven other terrorist offenders 
released from prison over the past year (including Ms Abdirahman-Khalif who has 
recently been re-detained to serve the last six months of her three year sentence 
after her acquittal was overturned by the High Court).  Those offenders are: 

Offender Offence Term of imprisonment 

Ms Zainab 
Abdirahman-
Khalif 

Taking steps to become a 
member of a terrorist 
organisation 

3 years 

Ms Alo-Bridget 
Namoa 

Conspiring to do an act in 
preparation for a terrorist act 

3 years and 9 months 

Mr Murat Kaya Preparation for incursion into a 
foreign country for the purpose 
of engaging in hostile activities 

3 years and 8 months 

Mr Shayden 
Jamil Thorne 

Preparation for incursion into a 
foreign country for the purpose 
of engaging in hostile activities 

3 years and 10 months 

Mr Paul Dacre Preparation for incursion into a 
foreign country for the purpose 
of engaging in hostile activities 

4 years 

Mr Kadir Kaya Preparation for incursion into a 
foreign country for the purpose 
of engaging in hostile activities 

4 years 

Mr Antonino 
Granata 

Preparation for incursion into a 
foreign country for the purpose 
of engaging in hostile activities 

4 years 

170. As noted above, Ms Alo-Bridget Namoa was released from imprisonment and had 
a control order imposed on her.  She has since been charged with 12 counts of 
breaching that control order.124  Those offences reportedly include allowing 
someone else to use her phone, using a phone other than the one permitted by 
the AFP, and asking someone to contact another person on her behalf.125  The 
AFP said that no specific or impending threat to the community had been 
identified in relation to the alleged misuse of her phone.126  Each count is 
punishable by a maximum of five years imprisonment.  It seems entirely possible 
that, if convicted, she could be imprisoned for the breach of the control order for 
longer than her substantive offence. 

171. Experience in New South Wales shows that breaches of ESO conditions imposed 
under the two State regimes are also punished severely. 
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172. The High Risk Offender Unit within Legal Aid NSW is a specialist team that 
represents offenders subject to applications for CDOs and ESOs under the Crimes 
(High Risk Offenders) Act 2006 (NSW) and the Terrorism (High Risk Offenders) Act 
2017 (NSW).  In its submission to the PJCIS in relation to its Review of AFP 
Powers, Legal Aid NSW described its experience of penalties imposed under 
these regimes in New South Wales: 

ESOs carry heavy penalties for breach, notwithstanding the conduct that gives rise to 
the breach would in normal circumstances be lawful.  In our experience, a zero 
tolerance approach is taken by supervising agencies to even relatively minor or 
technical breaches of ESOs which are dealt with by criminal punishment, namely, 
incarceration.  This is in stark contrast to the approach taken to parole orders, where 
warnings are routinely utilised as an alternative management strategy for less 
serious breaches.  For example, we are aware of offenders under ESOs imposed 
under the [Terrorism (High Risk Offenders) Act 2017 (NSW)] being charged and/or 
incarcerated, for shaving their beard, deviating from a movement schedule, drinking 
alcohol and sending/receiving messages from a dating app.127 

173. The comparison with parole is apt.  Parole is a system that allows a person who 
has been convicted of an offence to be released before the end of their sentence, 
subject to conditions imposed for the protection of the community.  Parole is 
generally available in relation to all sentences, regardless of the degree of 
seriousness of the offence (other than very short sentences—eg, less than six 
months—and sentences of life imprisonment without parole).   

174. In New South Wales, community corrections officers are given discretion about 
how to deal with breaches of parole conditions.  This allows the response to be 
tailored to the seriousness of the breach.  If a community corrections officer is 
satisfied that an offender has failed to comply with the offender’s obligations 
under a parole order, the officer may: 

• record the breach and take no action 

• give an informal warning to the offender 

• give the offender a formal warning that further breaches will result in referral 
to the Parole Authority 

• give a reasonable direction to the offender relating to the kind of behaviour 
by the offender that caused the breach 

• impose a curfew on the offender of up to 12 hours in any 24 hour period 

• in the event of a serious breach, refer the breach to the Parole Authority and 
make a recommendation as to the action the Parole Authority may take in 
respect of the offender.128 

175. This legislative framework was introduced in 2018 and is supported by a policy 
developed by Corrective Services NSW that sets out the circumstances in which a 
breach will trigger a report to the Parole Authority. 
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176. The new framework responded to a 2015 report of the New South Wales Law 
Reform Commission (NSW LRC) on Parole, which recommended a system of 
graduated sanctions for breaches of parole, which should be applied in a way 
that ensures a ‘proportionate, swift and certain response’.129  The NSW LRC 
described the goals of a breach and revocation system in the following way: 

The goals of managing risk and ensuring compliance are closely linked in a breach 
and revocation system. The system is strongest if responses to breaches serve both 
purposes simultaneously. 

A breach and revocation system should allow Community Corrections and SPA [the 
State Parole Authority] to be responsive and flexible in dealing with breaches. 
Breaches should attract clear and proportionate consequences so that the practice 
of attaching conditions to parole remains meaningful. It should be clear to 
stakeholders in the system what is expected for a parolee to complete parole 
successfully. 

The best way to manage the risk and behaviour of offenders on parole is to impose a 
proportionate sanction as soon as possible after a breach. A recent review of 20 
studies of case management programs for substance abusing offenders in the US 
concluded that case management has a greater effect when coupled with sanctions 
that are swift and certain, and that swiftness and certainty of punishment has a 
larger deterrent effect than severity. … 

In a system aimed at providing proportionate, swift and certain sanctions, 
Community Corrections should perform a function over and above reporting 
breaches to SPA and SPA does not need to receive notification of all breaches. In our 
view, in order for Community Corrections to carry out professional and effective case 
management it must have the discretion to respond to minor, non-reoffending 
breaches of parole.130 

177. The Commission considers that officers responsible for monitoring compliance 
with control orders and ESOs should be given equivalent discretions to allow 
them to respond appropriately to different kinds of breaches.  While the Bill 
permits a Court to specify certain conditions in an ESO from which an offender 
may apply for a temporary exemption,131 this is not sufficient to deal with the 
issues identified above because: 

• some conditions may not be made subject to exemptions, and  

• the temporary exemption regime is only effective if an exemption is applied 
for in advance—it does not give officers flexibility to deal with minor breaches 
after they have occurred. 

178. Further, there should be changes to the substantive offence provisions 
themselves to insert a defence of reasonable excuse.  This would ensure that 
offenders are not prosecuted for trivial breaches for which a reasonable excuse 
was available.   

179. Finally, the Commission considers that the maximum penalty for breaches of 
conditions should be reduced to three years.  This is the maximum duration of 
any single CDO or ESO, and it aligns better with the nature of the regime as a 

Review of the Counter-Terrorism Legislation Amendment (High Risk Terrorist Offenders) Bill 2020
Submission 3



Australian Human Rights Commission 
Review of High Risk Terrorist Offenders Bill 2020, 29 October 2020 

43 

whole.  In order for an ESO to have been made, a Court must have already 
determined that it is not appropriate for the person to be subject to continuing 
detention for three years and that the degree of risk they pose to the community 
instead justifies release into the community subject to conditions.  It would be a 
strange result if breach of those conditions then resulted in a longer period of 
imprisonment, particularly because the breach of conditions typically involves 
conduct that is not of itself unlawful.  Of course, if a person subject to an ESO 
engages in criminal conduct, they should be prosecuted and subjected to the 
penalty the Court considers appropriate to that criminal conduct.  

180. A maximum penalty of three years imprisonment for breach of an ESO would also 
align this regime with the penalty that applies to a failure to appear in 
accordance with a bail acknowledgment.132  

Recommendation 17 

The Commission recommends that the agency responsible for monitoring 
compliance with control orders and ESOs should be given discretion to allow 
them to respond appropriately to different kinds of breaches, including by 
warning the offender, or deciding not to take action, in relation to minor 
breaches. 

Recommendation 18 

The Commission recommends that the agency responsible for monitoring 
compliance with control orders and ESOs should publish a policy providing 
guidance as to how it will exercise the discretion referred to in Recommendation 
17. 

Recommendation 19 

The Commission recommends that the offences of contravening a control order 
(s 104.27 of the Criminal Code), contravening an ESO (proposed s 105A.18A), and 
interfering with a monitoring device that a person is required to wear pursuant to 
a control order or an ESO (proposed ss 104.27A and 105A.18B) be subject to a 
defence of reasonable excuse. 

Recommendation 20 

The Commission recommends that the maximum penalty for the offences of 
contravening a control order (s 104.27 of the Criminal Code), contravening an 
ESO (proposed s 105A.18A), and interfering with a monitoring device that a 
person is required to wear pursuant to a control order or an ESO (proposed 
ss 104.27A and 105A.18B) be three years imprisonment. 
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8 Liability to multiple different regimes 

181. If the Bill were passed in its present form it would result in multiple overlapping 
regimes of PSOs.  For example, there is the potential for an offender in New 
South Wales to be subject to up to four PSO regimes under:  

• the Terrorism (High Risk Offenders) Act 2017 (NSW)133  

• the Crimes (High Risk Offenders) Act 2006 (NSW) 

• the control order provisions in Div 104 of the Criminal Code 

• the proposed ESO provisions in the Bill. 

182. This overregulation of the same space reinforces the Commission’s 
recommendations 1 to 3.  If an ESO regime is to be introduced, it should be 
instead of the current control order regime or, at the very least, the control order 
regime should be amended so that it does not apply in the post-sentence 
context.  

183. Instead, the Bill anticipates that a control order could be sought while a person is 
in custody or subject to a CDO or ESO.  The control order would not begin to be in 
force at that time.134  This would mean that the person would not simultaneously 
be subject to two sets of Commonwealth post-sentence obligations.  The control 
order would only begin to be in force after the person was both released from 
custody and no longer subject to a CDO or ESO. 

184. The 12 month maximum duration of a control order commences from when the 
order is made (not from when it begins to be in force), meaning that if the control 
order is made while the person is subject to an ESO, the time will start running 
while the ESO is still in force, and the control order would only be in force for the 
remainder of the 12 month period after the expiry of the ESO.135 

185. If a person is subject to a control order and is subsequently detained in custody, 
the control order continues to be in force (even though it is difficult to see how 
the person could continue to comply with certain conditions such as curfew or 
reporting requirements while in custody).136 

186. The provisions identified above prevent the conditions of a control order and an 
ESO operating at the same time.  However, leaving to one side a Court’s inherent 
power to protect against an abuse of process, there does not appear to be any 
statutory provision that would prevent the concurrent operation of either the 
ESO regime or the control order regime on the one hand, and the two post-
sentence regimes in force in New South Wales on the other. 

187. By contrast, when it comes to criminal law, there are both common law rules that 
protect against double prosecution (that is, being tried for two different offences 
in respect of the same set of facts)137 and statutory provisions that prevent a 
person being punished for both State and Commonwealth terrorism offences 
dealing with the same subject matter.138 
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Recommendation 21 

The Commission recommends that the PJCIS seek advice from the Attorney-
General’s Department about how to ensure, whether by amendment to the Bill 
or negotiation through COAG, that a person cannot be made subject to both the 
Commonwealth PSO regime and a State or Territory PSO regime in relation to the 
same underlying conduct. 

9 Proposed amendments to control order regime 

188. As noted above, the primary position of the Commission is that the control order 
regime should be repealed and replaced with the ESO regime recommended by 
the third INSLM. 

189. However, if the control order regime is retained, the PJCIS should consider the 
proposed amendments to Div 104 in the Bill.  The Commission is concerned about 
the proposed repeal of two existing provisions in Div 104 that are there for the 
avoidance of doubt and that provide a benefit to respondents to control order 
proceedings. 

190. The Bill proposes to repeal ss 104.4(3) and 104.24(3) of the Criminal Code.  These 
sections provide a prompt to a Court hearing an application for an interim control 
order (which may be ex parte), or for a variation of a control order, that the Court 
need not include in the order an obligation, prohibition or restriction that was 
sought by the AFP if the Court is not satisfied that it is necessary or 
proportionate. 

191. The Explanatory Memorandum says that these provisions are being repealed 
because they are not necessary.139  However, there are other provisions in Div 
104 that are included for the avoidance of doubt, most of which are not of 
benefit to a respondent, which the Bill does not propose to repeal (eg, 
ss 104.2(3A), 104.2(5), 104.5(1C), 104.5(2AA), 104.5(2A), 104.12A(3), 104.14(3A), 
104.23(3A)).  Further, there are other provisions contained in the Bill which are 
strictly not necessary and yet are proposed for enactment.  The clearest example 
is the list of potential conditions for an ESO which, strictly speaking, are only 
examples and are unnecessary to list in light of the ability of a Court to make any 
condition provided it meets the test set out in proposed s 105A.7B(1). 

Recommendation 22 

The Commission recommends that ss 104.4(3) and 104.24(3) of the Criminal 
Code, which provide that the Court need not include in a control order an 
obligation, prohibition or restriction that was sought by the AFP if the Court is not 
satisfied that that it is necessary or proportionate, not be repealed.  
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10 New monitoring powers 

192. The Bill proposes to make amendments to permit warrants to be issued under 
the Crimes Act 1914 (Cth), the Telecommunications (Interception and Access) Act 
1979 (Cth) (TIA Act) and the Surveillance Devices Act 2004 (Cth) (SD Act) for the 
purpose of monitoring compliance with ESOs. 

193. The existing warrant regime, which applies to control orders, would be extended 
to ESOs.  This would allow police and other relevant authorities to obtain: 

• a ‘monitoring warrant’ to enter and search premises owned or occupied by 
the relevant person140 

• a ‘monitoring warrant’ to conduct a frisk search of the person or a search of a 
recently used conveyance141 

• a ‘Part 5.3 warrant’ to intercept communications made by the person over a 
telecommunications service142 

• a ‘Part 5.3 warrant’ for the installation and use of surveillance devices or for 
access to computers143 

• a tracking device authorisation, where one of the conditions of the ESO is that 
the person wear a tracking device.144 

194. Each of these warrants and authorisations may be obtained for a range of 
purposes including determining whether the ESO is being complied with.   

195. These kinds of warrants were considered briefly in the Commission’s previous 
submission to the PJCIS in relation to its Review of AFP Powers.145   

196. The Parliamentary Joint Committee on Human Rights noted that it has not 
conducted a foundational human rights compatibility assessment in relation to 
the monitoring and surveillance powers in each of the three Acts identified above 
because they were all passed prior to the Human Rights (Parliamentary Scrutiny) 
Act 2011 (Cth).146  It noted that it was therefore difficult to assess whether the 
application of this regime to ESOs was consistent with human rights.  In this 
submission, the Commission does not intend to comprehensively analyse 
whether the existing warrant system is consistent with human rights, including 
the right to privacy.  Instead, the Commission makes two points. 

197. First, the extension of these warrants to ESOs needs to be taken into account 
when considering the proposal in the Bill that conditions could be imposed on an 
ESO requiring an offender to give consent to various matters including entry by 
police into their home.  If warrants can be obtained, there is far less justification 
for imposing conditions in ESOs that require people to consent to actions that 
could be achieved either through genuine consent or pursuant to a warrant.  
These issues are considered in more detail in section 7.3(f) above.  The 
extraordinary nature of authorisation of warrantless entry to premises was 
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discussed in more detail in the Commission’s submission to the PJCIS Review of 
AFP Powers.147 

198. Secondly, in addition to the Bill extending the use of telecommunications 
interception, surveillance devices and computer access warrants to monitor 
compliance with a control order or an ESO while the offender is in the 
community, the Bill would also create a new class of warrants.  The new class of 
warrants would allow the AFP to obtain information in relation to a person in 
custody, who had committed an offence that meant they could qualify for a 
Commonwealth post-sentence order, for the purpose of determining whether to 
apply for a such an order.148   

199. Before assessing the nature of this new class of warrants, it is important to 
appreciate that law enforcement agencies already have extensive investigatory 
powers which include: 

• in the case of ASIO, obtaining telecommunications interception warrants if 
the Director-General of Security reasonably suspects that a person is likely to 
engage in activities in the future that would be prejudicial to security.149  Acts 
prejudicial to security include politically motivated violence.150 

• in the case of certain other law enforcement agencies, obtaining surveillance 
devices and computer access warrants if they have reasonable grounds to 
suspect that a relevant offence is likely to be committed in the future.151  A 
serious Part 5.3 offence is a relevant offence.152 

200. The Bill would create a new class of warrants that can be obtained in relation to a 
person in custody who has been convicted of an offence that would mean that 
the PSO regime could apply to them.  The purpose of these warrants is not to 
obtain evidence for the purpose of investigating and preventing acts of terrorism 
that are reasonably suspected of happening in the future – such powers already 
exist.  Instead, the purpose of these warrants appears to be to fish for evidence 
that could support an application for a PSO, on a much lower standard than 
applies for either monitoring warrants or warrants for the investigation of a 
terrorism offence.  

201. The threshold for obtaining a warrant in relation to a person in custody would be 
reduced in a variety of ways when compared with the monitoring warrants that 
currently apply in relation to control orders:  

• First, it would be sufficient that there are ‘reasonable grounds to suspect that 
there is an appreciable risk of the person committing a serious Part 5.3 
offence’.153  The threshold of an ‘appreciable risk’ is not one that is used 
anywhere else in either the Criminal Code, the TIA Act or the SD Act.  It is 
lower than the threshold required when agencies are actually investigating 
potential future wrongdoing (where the relevant test is a reasonable 
suspicion that a relevant offence is likely to be committed).  It appears to be a 
very low bar to clear, particularly bearing in mind that in order for a PSO to be 
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made, the Court must be satisfied that there is an ‘unacceptable risk’ of the 
person committing such an offence.   

• Secondly, unlike the case with monitoring warrants, it would be sufficient that 
the information likely to be obtained would be ‘likely to assist’ (rather than 
‘likely to substantially assist’) in determining whether to apply for a PSO.154  

• Thirdly, unlike the case with monitoring warrants, there would be no 
requirement to consider whether the use of the warrant in relation to a 
person in custody is the means of obtaining evidence that is likely to have the 
least interference with any person’s privacy.155  That is, it would be 
permissible to resort to monitoring a person’s phone calls or placing 
surveillance devices in their prison cell, even if relevant evidence could be 
obtained in a way that did not interfere so significantly with the person’s 
privacy.  There are obvious concerns about a lack of proportionality in such a 
provision.  If evidence can be obtained in a way that involves less interference 
with a person’s human rights, this option should be taken. 

202. The argument put forward in the Explanatory Memorandum in favour of the 
lower threshold for obtaining warrants in relation to people in detention is 
counterintuitive.  The suggestion is that a lower threshold should apply when 
seeking a warrant in relation to a terrorist offender in custody where there has 
not yet been any assessment that the person poses a risk to the community 
warranting the making of an ESO, in comparison to the threshold that applies 
when seeking a warrant in relation to a terrorist offender who is subject to an 
ESO because they have already been found to pose an unacceptable risk.156 

203. The impact of the lower threshold for obtaining a warrant in relation to a person 
in custody is compounded by the fact that, unlike the case with monitoring 
warrants,157 no amendment is proposed to require law enforcement to revoke a 
surveillance device warrant or computer access warrant once the purpose for 
obtaining the information or data has been served.  The rationale for this given in 
the Explanatory Memorandum is ‘to ensure relevant information can continue to 
be gathered prior to the determination of the application’ for a PSO.158  This 
reinforces the view that these warrants amount to a fishing exercise.  Once 
granted, there is no event that would require these warrants to be revoked while 
a person is still in custody.  They would continue in force regardless of whether or 
not any information was obtained that would support an application for a PSO, 
and even in circumstances where there were no reasonable grounds for 
suspecting that the person would commit a serious Part 5.3 offence in the future. 

204. The Commission considers that speculatively building a case for a PSO is not a 
sufficient basis for a new class of warrants. 

Recommendation 23 

The Commission recommends that the provisions in the Bill to amend the 
Telecommunications (Interception and Access) Act 1979 (Cth) and the Surveillance 
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Devices Act 2004 (Cth) to create a new class of warrants for post-sentence order 
applications be removed. 

Recommendation 24 

If Recommendation 23 is not accepted, the Commission recommends that the 
provisions proposed to be inserted into ss 46 and 46(A) of the 
Telecommunications (Interception and Access) Act 1979 (Cth), dealing with 
warrants sought for post-sentence order applications, be amended to require the 
issuing authority to be satisfied that:  

(a) there are reasonable grounds to suspect that there is an unacceptable risk of 
the person committing a serious Part 5.3 offence (see proposed ss 46(7)(f) 
and 46A(2C)(f)); and 

(b) information that would be likely to be obtained would be likely to 
substantially assist in determining whether to apply for the post-sentence 
order (see proposed ss 46(7)(h) and 46A(2C)(h)) 

and that the issuing authority must have regard to: 

(c) whether intercepting communications under the warrant would be the 
method that is likely to have the least interference with any person’s privacy 
(see proposed ss 46(8) and 46A(2D)). 

Recommendation 25 

If Recommendation 23 is not accepted, the Commission recommends that the 
provisions proposed to be inserted into ss 14 and 27A of the Surveillance Devices 
Act 2004 (Cth), dealing with warrants sought for post-sentence order 
applications, be amended to require the law enforcement officer applying for the 
warrant to be satisfied that:  

(a) there are reasonable grounds to suspect that there is an unacceptable risk of 
the person committing a serious Part 5.3 offence (see proposed ss 14(3BA)(c) 
and 27A(5A)(c)); and 

(b) the use of a surveillance device or access to the data would be likely to 
substantially assist in determining whether to apply for the post-sentence 
order (see proposed ss 14(3BA)(e) and 27A(5A)(e)) 

and, in addition to the matters in subsection 16(2) or 27C(2), the issuing authority 
must have regard to: 

(c) whether the use of the surveillance device or access to the data in accordance 
with the warrant would be the means of obtaining the evidence or 
information sought to be obtained, that is likely to have the least interference 
with any person’s privacy. 

205. The Bill would also extend the use of information obtained pursuant to a 
telecommunications interception warrant, a surveillance devices warrant or a 
computer access warrant to allow lawfully acquired information to be used, not 
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only for purposes connected with control orders or Commonwealth PSOs, but 
also for purposes, including in legal proceedings, connected with State and 
Territory CDOs and ESOs.159  

11 Use of special advocates 

206. The Bill would extend the regime under the National Security Information 
(Criminal and Civil Proceedings) Act 2004 (Cth) (NSI Act), which applies to control 
orders, to also apply to ESOs.  The regime permits orders to be made under s 38J 
of the NSI Act that allow the Court hearing a control order proceeding to consider 
national security information that is withheld from the respondent.  These 
provisions of the Bill substantially implement a recommendation of the third 
INSLM.160 

207. Appropriately, the Bill does not extend this regime to applications for CDOs on 
the basis that the potential outcome of a CDO proceeding—ongoing detention—
is much more severe and is more analogous to a criminal sanction, and the 
withholding of relevant information from a respondent in those circumstances 
could not be justified.161 

208. The ability to withhold information from a respondent and also rely on that same 
information in civil proceedings against the respondent engages the right to a fair 
hearing protected by article 14 of the ICCPR.  The right to a fair hearing includes 
the right to ‘equality of arms’, namely, that there be a fair balance between the 
opportunities afforded to each party in the proceeding to present their case.  The 
right to a fair hearing also requires that hearings be conducted in public to the 
extent possible and without resort to secret evidence. 

209. In determining whether to make an order under s 38J, the Court must be satisfied 
that the respondent has been given sufficient information about the allegations 
on which the control order request was based to enable effective instructions to 
be given in relation to those allegations.  This requirement is based on minimum 
standards set in proceedings of this nature by the European Court of Human 
Rights and the House of Lords.162 

210. The NSI Act provides for a special advocate to be appointed in relation to a 
control order proceeding.  The role of the special advocate is to represent the 
interests of the respondent in: 

• the proceeding in which the Court is considering making an order under s 38J; 
and 

• the parts of the substantive control order proceeding in which the national 
security information is being considered and the respondent is excluded. 

211. The special advocate can do this by making submissions to the Court, adducing 
evidence and cross examining witnesses during parts of the hearing when the 
respondent is not entitled to be present.163  The special advocate is not the lawyer 
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for the respondent, but is required to represent the respondent’s interests where 
the respondent cannot do so themselves.164 

212. When the control order regime was first introduced in 2005, the Commission 
called for a special advocate regime to be used in circumstances where security 
sensitive information was to be relied on as part of a control order application 
and it was necessary that this information not be shared with the respondent.165  

213. Following similar recommendations by the COAG Review Committee,166 the 
PJCIS167 and the second INSLM,168 a special advocate regime for control order 
proceedings was eventually introduced in 2016.169 

214. The special advocate procedure provides greater fairness to respondents in 
proceedings where claims have been made by the State that relevant evidence 
should be withheld from a respondent on national security grounds.  However, 
there are still aspects of this regime that need to be kept under review in relation 
to their compliance with human rights. 

215. One of the key limitations of the special advocate regime is that once the 
national security information has been disclosed to the special advocate, there 
are restrictions on the ability of the special advocate to take instructions from the 
respondent.  The NSI Act provides for communication in writing between the 
special advocate and the respondent in a way that is monitored and approved by 
the Court.170 

216. It appears that there has been little, if any, need to resort to these procedures in 
the control order proceedings heard to date.  The AFP gave evidence to the 
second INSLM in December 2015 (prior to the introduction of special advocates) 
that in the previous four control order proceedings no information had been 
withheld from a respondent, and no proposal for an application for a control 
order had been abandoned by the AFP because of the prospect of the need to 
deal with sensitive information.171 

217. There was no question about the withholding of information in Thomas v Mobray 
(2007) 233 CLR 307, which involved a challenge to the constitutional validity of 
control order proceedings brought by Mr Jack Thomas, the first person to have a 
control order made against them.172 

218. On the basis of searches conducted by the Commission, it does not appear that it 
has been necessary for special advocates to be appointed in the 10 control order 
cases since their introduction.  Many of those cases have been resolved through 
consent orders. 

219. The Commission will continue to monitor this area to assess whether experience 
with special advocates suggests that any procedural amendments are required. 
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Appendix A:  Timing of control orders 

This table sets out the details of interim control orders obtained in relation to convicted terrorist offenders, including when the 
application was made, when the interim control order was made, and when the person was released from imprisonment.  The 
highlighted cells show offenders who were released from detention prior to an interim control order being made. 

No Name Application Interim control 
order made 

Release Judgment (interim control order) 

1.  Mr EB 13/12/2018 30/01/2019 2/02/2019 McCartney v EB [2019] FCA 183 

2.  Ms Alo-Bridget 
Namoa 

6/12/2019 19/12/2019 22/12/2019 Booth v Namoa [2019] FCA 2213 

3.  Mr Murat Kaya 19/12/2019 22/01/2020 23/01/2020 Booth v Kaya [2020] FCA 25 

4.  Mr Ahmad Saiyer 
Naizmand 

20/02/2020 27/02/2020 28/02/2020 Booth v Naizmand [2020] FCA 244 

5.  Mr Shayden Jamil 
Thorne 

27/02/2020 6/03/2020 7/03/2020 Booth v Thorne [2020] FCA 445 

6.  Mr Paul James 
Dacre 

6/05/2020 14/05/2020 8/05/2020 Booth v Dacre [2020] FCA 751 

7.  Mr Kadir Kaya 6/05/2020 28/05/2020 8/05/2020 Booth v Kadir Kaya [2020] FCA 764 
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No Name Application Interim control 
order made 

Release Judgment (interim control order) 

8.  Mr Antonio Alfio 
Granata 

6/05/2020 29/05/2020 8/05/2020 Booth v Granata [2020] FCA 768 

9.  Mr Belal Saadallay 
Khazaal 

5/08/2020 26/08/2020 30/08/2020 Booth v Khazaal [2020] FCA 1241 
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